
53721Federal Register / Vol. 65, No. 172 / Tuesday, September 5, 2000 / Notices

comments may be made available to the
committee for their consideration.
Comments should be supplied to the
appropriate DFO at the address/contact
information noted above in the
following formats: one hard copy with
original signature, and one electronic
copy via e-mail (acceptable file format:
WordPerfect, Word, or Rich Text files
(in IBM–PC/Windows 95/98 format).
Those providing written comments and
who attend the meeting are also asked
to bring 25 copies of their comments for
public distribution.

General Information: Additional
information concerning the Science
Advisory Board, its structure, function,
and composition, may be found on the
SAB Website (http://www.epa.gov/sab)
and in The FY1999 Annual Report of
the Staff Director which is available
from the SAB Publications Staff at (202)
564–4533 or via fax at (202) 501–0256.
Committee rosters, draft Agendas and
meeting calendars are also located on
our website.

Meeting Access: Individuals requiring
special accommodation at these
meetings, including wheelchair access
to the conference room, should contact
the appropriate DFO at least five
business days prior to the meeting so
that appropriate arrangements can be
made.

Dated: August 28, 2000.
Donald G. Barnes,
Staff Director, Science Advisory Board.
[FR Doc. 00–22655 Filed 9–1–00; 8:45 am]
BILLING CODE 6560–50–P

FEDERAL RESERVE SYSTEM

Formations of, Acquisitions by, and
Mergers of Bank Holding Companies

The companies listed in this notice
have applied to the Board for approval,
pursuant to the Bank Holding Company
Act of 1956 (12 U.S.C. 1841 et seq.)
(BHC Act), Regulation Y (12 CFR Part
225), and all other applicable statutes
and regulations to become a bank
holding company and/or to acquire the
assets or the ownership of, control of, or
the power to vote shares of a bank or
bank holding company and all of the
banks and nonbanking companies
owned by the bank holding company,
including the companies listed below.

The applications listed below, as well
as other filings required by the Board,
are available for immediate inspection
at the Federal Reserve Bank indicated.
The application also will be available
for inspection at the offices of the Board
of Governors. Interested persons may
express their views in writing on the

standards enumerated in the BHC Act
(12 U.S.C. 1842(c)). If the proposal also
involves the acquisition of a nonbanking
company, the review also includes
whether the acquisition of the
nonbanking company complies with the
standards in section 4 of the BHC Act
(12 U.S.C. 1843). Unless otherwise
noted, nonbanking activities will be
conducted throughout the United States.
Additional information on all bank
holding companies may be obtained
from the National Information Center
website at www.ffiec.gov/nic/.

Unless otherwise noted, comments
regarding each of these applications
must be received at the Reserve Bank
indicated or the offices of the Board of
Governors not later than September 29,
2000.

A. Federal Reserve Bank of Kansas
City (D. Michael Manies, Assistant Vice
President) 925 Grand Avenue, Kansas
City, Missouri 64198–0001:

1. The Avoca Company, Scottsdale,
Arizona; to acquire 100 percent of the
voting shares of First State Bank of
Nebraska, Nebraska City, Nebraska.

Board of Governors of the Federal Reserve
System, August 29, 2000.
Robert deV. Frierson,
Associate Secretary of the Board.
[FR Doc. 00–22575 Filed 9–1–00; 8:45 am]
BILLING CODE 6210–01–M

FEDERAL RESERVE SYSTEM

Formations of, Acquisitions by, and
Mergers of Bank Holding Companies;
Correction

This notice corrects a notice (FR Doc.
00–21591) published on pages 51618
and 51619 of the issue for Thursday,
August 24, 2000.

Under the Federal Reserve Bank of
San Francisco heading, the entry for
BOU Bancorp, Inc., Ogden, Utah, is
revised to read as follows:

A. Federal Reserve Bank of San
Francisco (Maria Villanueva, Consumer
Regulation Group) 101 Market Street,
San Francisco, California 94105–1579:

1. BOU Bancorp, Inc., Ogden, Utah; to
become a bank holding company by
acquiring 100 percent of the voting
shares of Bank of Utah, Ogden, Utah.

Comments on this application must
be received by September 15, 2000.

Board of Governors of the Federal Reserve
System, August 29, 2000.
Robert deV. Frierson,
Associate Secretary of the Board.
[FR Doc. 00–22576 Filed 9–1–00; 8:45 am]
BILLING CODE 6210–01–P

DEPARTMENT OF HEALTH AND
HUMAN SERVICES

Office of the Secretary

Statement of Organization, Functions
and Delegation of Authority; Assistant
Secretary for Management and Budget

Part A, of the Office of the Secretary,
Statement of Organization, Functions
and Delegation of Authority for the
Department of Health and Human
Services, is being amended at Chapter
AM, HHS Management and Budget
Office, Chapter AMM, Office of
Information Resources Management
(OIRM), as last amended at 63 FR
31779–81, June 10, 1998. The changes
are to reflect a realignment of functions
within the existing components and the
establishment of an Office of
Information Technology Security and
Privacy within the Office of Information
Resources Management. The changes
are as follows:

Delete in its entirety Chapter AMM,
Office of Information Resources
Management and replace with the
following:

Chapter AMM, Office of Information
Resources Management AMM.00
Mission. The Office of Information
Resources Management advises the
Secretary and the Assistant Secretary for
Management and Budget/Chief
Information Officer (CIO) on matters
pertaining to the use of information and
related technologies to accomplish
Departmental goals and program
objectives. The mission of the Office is
to provide assistance and guidance on
the use of technology-supported
business process reengineering,
investment analysis, performance
measurement, and strategic
development and application of
information systems and infrastructure,
policies to provide improved
management of information resources
and technology, and better, more
efficient service to our clients and
employees.

The Office is responsible for the
overall quality of information resources
management throughout the
Department; representing the
Department to central management
agencies (e.g., the Office of Management
and Budget); developing and monitoring
Departmentwide Enterprise
Infrastructure Management strategy;
developing and maintaining the
Department’s information technology
architecture; developing and
establishing Departmental information
technology policies, and advocating
rigorous methods for analyzing,
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selecting, developing, operating, and
maintaining information systems.

The Office collaborates with the
Operating Divisions (OPDIVs) and Staff
Divisions (StaffDivs) of the Department
to resolve policy and management
issues, manage risk associated with
major information systems, evaluate and
approve investments in technology,
monitor Departmental policy and
architectural compliance, and share best
practices.

The Office exercises authorities
delegated by the Secretary to the
Assistant Secretary for Management and
Budget, as the CIO for the Department.
These authorities derive from the
Information Technology Management
Reform Act of 1996, the Paperwork
Reduction Act of 1995, the Computer
Matching and Privacy Act of 1988, the
Computer Security Act of 1987, the
National Archives and Records
Administration Act of 1984, the
competition in Contracting Act of 1984,
the Federal Records Act of 1950, OMB
Circular A–130, Government Printing
and Binding Regulations issued by the
Joint Committee on Printing, and
Presidential Decision Directive 63.

Section AMM.10 Organization. The
Office of Information Resources
Management (OIRM), under the
supervision of the Deputy Assistant
Secretary for Information Resources
Management/Deputy CIO, who reports
to the Assistant Secretary for
Management and Budget/CIO, consists
of the following:

• Immediate Office (AMMA)
• Office of Information Technology

Policy (AMMJ)
• Office of Information Technology

Services (AMML)
• Office of Information Technology

Development (AMMM)
• Office of Information Technology

Security and Privacy (AMMN)
Section AMM.20 Functions. A. The

Immediate Office of Information
Resources Management is responsible
for the following:

1. Providing advice and counsel to the
Secretary and the Assistant Secretary for
Management and Budget/Chief
Information Officer under the direction
of the Deputy Assistant Secretary for
Information Resources Management
serving as the Department’s Deputy CIO.

2. Providing executive direction to
align Departmental strategic planning
for information resources and
technology with the Department’s
strategic business planning.

3. Providing executive direction to
develop and maintain Departmental
information technology policy and
architecture.

4. Promoting business process
reengineering, investment analysis, and
performance measurement throughout
the Department, to capitalize on
evolving information technology,
treating it as an investment rather than
as an expense.

5. Representing the Department in
Federal Governmentwide initiatives to
develop policy and implement an
information infrastructure.

6. Chairing the Department’s
Information Technology Investment
Review Board (ITIRB) and the
Department’s Chief Information
Officers’ Advisory Council (y the
Deputy Assistant Secretary for
Information Resources Management/
Deputy CIO). Chairing the Office of the
Secretary Information Resources
Management Policy and Planning Board
(by the Deputy Office Director).

7. Managing funds, personnel,
information, property, and projects of
the Office of Information Resources
management.

8. Acting as the CIO for the Office of
the Secretary.

B. The Office of Information
Technology Policy (OITP) is responsible
for the following:

1. Working with OPDIV Chief
Information Officers (CIOs) to support
Governmentwide initiatives of the
Federal CIO Council and to jointly
identify opportunities for participation
and consultation in planning
information technology projects with
major effects on OPDIV program
performance (e.g., capital planning and
investment, security, information
technology architecture). OITP provides
leadership primarily in the planning,
design, and evaluation of major projects.

2. Assessing risks that major
information systems pose to successful
performance of program operations and
efficient conduct of administrative
business throughout the Department,
developing risk assessment policies and
standard operating procedures and
tools, and using program outcome
measures to gauge the quality of
Departmental information resources
management.

3. Coordinating the Department’s
strategic planning and budgeting
processes for information technology,
providing direct planning development
and support to assure that IRM plans
support agency business planning and
mission accomplishment.

4. Coordinating the activities of the
Departmental Information Technology
Investment Review Board (ITIRB) in
assessing the Department’s major
information systems to analyze and
evaluate IT investment decisions based
on risk-adjusted rate of return and

support of agency mission. Review
OPDIV ITIRB implementations, IT
capital funding decisions, and use of
performance metrics to evaluate
program success or failure for both
initial and continued funding.

5. Developing policies and guidance
on information resources and
technology management as required by
law or regulation, or in consultation
with program managers on issues of
Departmental scope.

6. Coordinating and supporting the
Department’s Chief Information
Officer’s Advisory Council, whose
membership consists of the Chief
Information Officers from each OPDIV.

7. Establishing guidance and training
requirements for managers of
information systems designated as
sensitive under the Department’s
automated information systems security
program.

8. Providing leadership for special
priority initiatives of Department-wide
scope (e.g., infrastructure management,
security).

9. Representing the Department
through participation on interagency
and Departmental work groups and task
forces.

10. Working with OPDIV Chief
Information Officers to jointly identify
opportunities for participation and
consultation in administering
information management functions and
telecommunications initiatives with
major effects on OPDIV performance.
OITP provides leadership primarily in
defining alternatives for acquisition of
telecommunications services and
coordinating implementation of
information management initiatives.

11. Managing the Department’s
telecommunications program, including
the development of Departmental
telecommunications policies and
support of Government-wide
telecommunications management
projects and processes (e.g., the
Interagency Management Council (IMC)
and FTS2000 and successor contracts).

13. Managing the Department’s
information collection program,
including development of Departmental
policies, coordinating the development
of the Department’s information
collection budget, reviewing and
certifying requests to collect,
information from the public.

13. Approving and reporting on
computer matching activities as
required by law through the
Departmental Data Integrity Board.

14. Managing the Departmental
printing management, records
management, and mail management
policy programs.
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15. Providing support for special
priority initiatives (e.g., the Government
Information Locator System, Internet
Electronic Government (E-GOV)
managment).

C. The Office of Information
Technology Services (OITS) is
responsible for the following:

1. Operating, maintaining, and
enhancing the Office of the Secretary’s
computer network consisting of
interconnected local area networks with
wide area network access to
Departmental data centers, external
organizations, Internet resources and
commercial information services for the
Office of the Secretary and organizations
participating through interagency
agreements.

2. Establishing and monitoring
network policies and procedures, and
developing plans and budgets for
network support services.

3. Identifying, implementing, and
maintaining standard office automation
applications running on the Office of
the Secretary network, such as
electronic mail, scheduling, Internet/
Intranet, and bulletin board services.

4. Working with other HHS Operating
and Staff Divisions to implement
electronic links between the Office of
the Secretary computer network and
other networks in conjunction with
changing user needs and technological
advancements.

5. Ensuring reliable, high-performance
network services, including
implementation of automated tools and
procedures for network management,
utilizing network performance measure
to enhancing network security,
providing priority response services for
network-related problems, and
providing remote access to the network
for field use and for telecommuting.

6. Implementing and operating
electronic tools to enhance Secretarial
communications with all HHS
personnel.

7. Coordinating with the Program
Support Center or other external
providers, the delivery of voice, voice
messaging, and video conferencing
services for the Office of the Secretary,
including system design and
implementation, and cost sharing.

8. Coordinating the OS strategic
planning and budgeting processes for
information technology, providing
direct planning support to assure that
IRM plans support agency business
planning and mission accomplishment.

9. Developing policies and guidance
on information resources management
within the Office of the Secretary for
acquisition and use of information
technology, development of
architectural standards for

interoperability, and coordination of
implementation procedures.

10. Maintaining and operating the
inventory of automated data processing
equipment for the Office of the
Secretary.

11. Operating and maintaining an
information technology support service
(Help Desk) for the Office of the
Assistant Secretary for Management and
Budget, the Immediate Office of the
Secretary, and subscribing Staff
Divisions, for managing standard
hardware and software configurations,
user applications, and network support.

12. Managing contracts for IRM-
related equipment and support services.

13. Coordinating and supporting the
Office of the Secretary Information
Resources Management Policy and
Planning Board, an advisory body
whose membership consists of the Staff
Division Chief Information Officers.

14. Representing the Department
through participation on interagency
and Departmental work groups and task
forces.

D. The Officer of Information
Technology Development (OITD) is
responsible for the following:

1. Leading Departmental efforts to
expand availability of electronic means
for conducting business among all
components of the Department, all
agencies of the Federal government, and
all parties involved in accomplishing
Departmental program objectives
(including State Governments,
contractors, grantees, other service
providers, and the general public). This
include provision of existing documents
in electronic format on the Internet in
support of electronic dissemination to
the public.

2. Supporting implementation of
general purpose, standards-based,
distributed computing environments
consisting of data communications
networks, database management
systems, and information processing
platforms, to promote market
competition and reengineering of
application systems for cost-
effectiveness, scalability, and flexibility.

3. Providing access for all employees
within the office of the Secretary to
services and related tools, for systems
engineering, applications development,
and systems maintenance, to exploit the
distributed computing environment and
to share resources and best practices.

4. Identifying key emerging, enabling
technologies, especially Internet and
database innovations, and coordinate,
manage or direct pilot project in these
areas to establish proof of concept,
confirm return on investment, or
implement initial production
implementations in support of agency

information technology business
requirements.

5. Supporting effective use of
available means to achieve electronic
messaging, database access, file transfer,
and transaction processing through
Internet and commercial information
services.

6. Supporting implementation of a
general purpose, standards-base IT
architecture, promoting and
coordination implementation of data
standards for information integration
across application systems, utilizing
distributed computing environments
consisting of data communications
networks, database management system,
and information processing platforms.

7. Assisting managers of applications
systems to increase the value and
quality of their services and to control
risks associated with systems
integration, technological obsolescence,
software development, and migration to
standards-based technologies, especially
for systems automating common
administrative and management
services.

8. Maintaining a collection of
technical reference documents,
including policies, standards, trade
press, market research, and advisory
service publications.

9. Representing the Department
through participation on interagency
and Departmental work groups and task
forces.

10. Managing and supporting the HHS
Internet Information Management
Council, as the focal point for Internet
information management and
dissemination issues and Department
policy to build HHS’ expanding Internet
presence.

E. The Office of Information
Technology Security and Privacy is
responsible for the following:

1. Implementing and administering
the program to protect the information
resources of the Department in
compliance with legislation, Executive
Orders, directives of the Office of
Management and Budget (OMB), or
other mandated requirements (e.g.,
Presidential Decision Directive 63, OMB
Circular A–130), the National Security
Agency, and other Federal agencies.

2. Developing cyber security policies
and guidance (e.g., hardware, software,
telecommunications) for the
Department. Policy should also include
employees and contractors who are
responsible for systems or data, or for
the acquisition, management, or use of
information resources. In addition,
maintaining the DHHS Automated
Information Systems Security Program
handbook as needed.

VerDate 11<MAY>2000 13:21 Sep 01, 2000 Jkt 190000 PO 00000 Frm 00028 Fmt 4703 Sfmt 4703 E:\FR\FM\05SEN1.SGM pfrm04 PsN: 05SEN1



53724 Federal Register / Vol. 65, No. 172 / Tuesday, September 5, 2000 / Notices

3. Monitoring OPDIV and StaffDiv
information system security program
activities by reviewing Operating
Division and Staff Division security
plans for sensitive systems, and
evaluating safeguards to protect major
information systems, or IT
infrastructure.

4. Responsible for responding to
requests in conjunction with OMB
Circular A–130, the Computer Security
Act of 1987, and Presidential Decision
Directive 63, or other legislative or
mandated requirements related to IT
security or privacy.

5. Monitoring all Departmental
systems development and operations for
security and privacy compliance.

6. Recommending to the CIO to grant
or deny programs the authority to
operate information systems.

7. Establishing and leading inter-
OPDIV teams to conduct reviews of
OPDIV programs to protect HHS’ cyber
and personnel security programs. These
teams will conduct vulnerability
assessments of HHS’ critical assets.

8. Coordinating activities with
internal and external organizations
reviewing the Department’s information
resources for fraud, waste, and abuse,
and to avoid duplication of effort across
these programs.

9. Developing, implementing, and
evaluating an employee cyber security
awareness and training program to meet
the requirements as mandated by OMB
Circular A–130, and the Computer
Security Act.

10. Establishing and providing
leadership to the subcommittee of the
HHS CIO Council on Security.

11. Establishing and leading the HHS
Computer Security Incident Response
Capability team, the Department’s
overall cyber security incident
response/coordination center and
primary point of contact for Federal
Computer Incident Response Capability
(FedCIRC) and National Infrastructure
Protection Center (NIPC).

Dated: August 15, 2000.
John J. Callahan,
Assistant Secretary for Management and
Budget.
[FR Doc. 00–22569 Filed 9–1–00; 8:45 am]
BILLING CODE 4150–04–M

DEPARTMENT OF HEALTH AND
HUMAN SERVICES

Centers for Disease Control and
Prevention

[60Day–00–48]

Proposed Data Collections Submitted
for Public Comment and
Recommendations

In compliance with the requirement
of section 3506 (c)(2)(A) of the
Paperwork Reduction Act of 1995, the
Centers for Disease Control and
Prevention (CDC) is providing
opportunity for public comment on
proposed data collection projects. To
request more information on the
proposed projects or to obtain a copy of
the data collection plans and
instruments, call the CDC Reports
Clearance Office at (404) 639–7090.

Comments are invited on: (a) Whether
the proposed collection of information
is necessary for the proper performance
of the functions of the agency, including
whether the information shall have
practical utility; (b) the accuracy of the
agency’s estimate of the burden of the
proposed collection of information; (c)
ways to enhance the quality utility, and
clarity of the information to be
collected; and (d) ways to minimize the
burden of the collection of information
on respondents, including through the
use of automated collection techniques
or other forms of information
technology. Send comments to Anne
O’Connor, CDC Assistant Reports
Clearance Officer, 1600 Clifton Road,
MS–D24, Atlanta, GA 30333. Written
comments should be received within 60
days of this notice.

Proposed Project

Evaluation of Effectiveness of NIOSH
Publications—NEW— National Institute
for Occupational Safety and Health
(NIOSH), Centers for Disease Control
and Prevention (CDC). Through the
development, organization, and
dissemination of information, NIOSH
promotes awareness about occupational
hazards and their control, and improves
the quality of American working life.
Although NIOSH uses a variety of media

and delivery mechanisms to
communicate with its constituents, one
of the primary vehicles is through the
distribution of NIOSH-numbered
publications. The extent to which these
publications successfully meet the
information needs of their intended
audience is not currently known. In a
period of diminishing resources and
increasing accountability, it is important
that NIOSH be able to demonstrate that
communications about its research and
service programs are both effective and
efficient in influencing workplace
change. This requires a social marketing
evaluation of NIOSH products to
measure the degree of customer
satisfaction and their adoption of
recommended actions.

The present project proposes to do
this by conducting a mail survey of a
primary segment of NIOSH’s customer
base, the community of occupational
safety and health professionals. In
collaboration with the American
Association of Occupational Health
Nurses (13,000 members), the American
Industrial Hygiene Association (12,400
members), the American College of
Occupational and Environmental
Medicine ( 6,500 members), and the
American Society of Safety Engineers
(33,000 members), NIOSH will survey a
sample of their memberships to
ascertain, among other things: (1) Their
perceptions and attitudes toward
NIOSH as a general information
resource; (2) their perceptions and
attitudes about specific types of NIOSH
publications (e.g., criteria documents,
technical reports, alerts); (3) the
frequency and nature of referral to
NIOSH in affecting occupational safety
and health practices and policies; (4) the
extent to which they have implemented
NIOSH recommendations; and (5) their
recommendations for improving NIOSH
products and delivery systems. The
results of this survey will provide an
empirical assessment of the impact of
NIOSH publications on occupational
safety and health practice and policy in
the United States as well as provide
direction for shaping future NIOSH
communication efforts. There is no cost
to the respondents.

Respondents
Number of
responses/

respondents

Average
burden per
response

Total burden
(hours)

3,000 ............................................................................................................................................ 1 40/60 2,000
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