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1 The Liberty Group includes the following 
affiliated companies: Devi Marine Food Exports 
Private Limited, Kader Exports, Kader Investment 
and Trading Company Private Limited, Liberty 
Frozen Foods Private Limited, Liberty Oil Mills 
Limited, Premier Marine Products Pvt. Ltd., and 
Universal Cold Storage Private Limited. 

2 See Kader Exports’ Letter, ‘‘Request for an 
expedited Changed Circumstances Review in 
Certain Frozen Warmwater Shrimp from India, Case 
No. A–533–840,’’ dated September 19, 2022. 

3 Id. 

4 See Certain Frozen Warmwater Shrimp from 
India: Notice of Initiation and Preliminary Results 
of Antidumping Duty Changed Circumstances 
Review, 87 FR 67669 (November 9, 2022) 
(Preliminary Results), and accompanying 
Preliminary Decision Memorandum (PDM). 

5 Id. 
6 For a complete description of the scope of the 

order, see Preliminary Results PDM at 2. 
7 See Certain Frozen Warmwater Shrimp from 

India: Final Results of Antidumping Duty 
Continued 

acid) level of concentration, brix level, brix/ 
acid ratio, pulp content, clarity; (3) regardless 
of the grade, horticulture method (e.g., 
organic or not), processed form (e.g., frozen 
or not-from-concentrate), the size of the 
container in which packed, or the method of 
packing; and (4) regardless of the U.S. 
Department of Agriculture Food and Drug 
Administration (FDA) standard of identity (as 
defined under 19 CFR 146.114 et seq.) (i.e., 
whether or not the lemon juice meets an FDA 
standard of identity). 

Excluded from the scope are: (1) lemon 
juice at any level of concentration packed in 
retail-sized containers ready for sale to 
consumers; and (2) beverage products, such 
as lemonade, that contain 20 percent or less 
lemon juice as an ingredient by actual 
volume. ‘‘Retail-sized containers’’ are defined 
as lemon juice products sold in ready-for-sale 
packaging (e.g., clearly visible branding, 
nutritional facts listed, etc.) containing up to 
128 ounces of lemon juice by actual volume. 

The scope also includes certain lemon 
juice that is blended with certain lemon juice 
from sources not subject to this investigation. 
Only the subject lemon juice component of 
such blended merchandise is covered by the 
scope of this investigation. Blended lemon 
juice is defined as certain lemon juice with 
two distinct component parts of differing 
country(s) of origin mixed together to form 
certain lemon juice where the component 
parts are no longer individually 
distinguishable. 

The product subject to this investigation is 
currently classifiable under subheadings 
2009.31.4000, 2009.31.6020, 2009.31.6040, 
2009.39.6020, and 2009.39.6040 of the 
Harmonized Tariff Schedule of the United 
States (HTSUS). Although the HTSUS 
subheadings are provided for convenience 
and customs purposes, the written 
description of the scope of this investigation 
is dispositive. 

Appendix II 

List of Topics Discussed in the Issues and 
Decision Memorandum 

I. Summary 
II. Background 
III. Period of Investigation 
IV. Scope of the Investigation 
V. Changes Since the Preliminary 

Determination 
VI. Discussion of the Issues 

Comment 1: Application of Adverse Facts 
Available (AFA) for Citrus Juice 

Comment 2: Whether Commerce’s 
Preliminary Adjustment to the Net 
Realizable Value (NRV) of Citrus Juice’s 
Lemon Coproducts was Correct 

Comment 3: Affiliations between LDC and 
Its Supplier 

Comment 4: Revision to the Adjustment for 
Affiliated Transactions 

Comment 5: Financial Statements for the 
Period Cost Calculations 

Comment 6: Revisions to LDC’s Reported 
Cost for Verification Findings and 
Material Price Difference Adjustments 

Comment 7: Whether Commerce Should 
Include LDC’s Parent Company General 
and Administrative (G&A) Expenses in 
the Reported G&A Expenses 

Comment 8: Margin Calculation 
Methodology for LDC 

VII. Recommendation 
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BILLING CODE 3510–DS–P 

DEPARTMENT OF COMMERCE 

International Trade Administration 

[A–533–840] 

Certain Frozen Warmwater Shrimp 
From India: Notice of Final Results of 
Antidumping Duty Changed 
Circumstances Review 

AGENCY: Enforcement and Compliance, 
International Trade Administration, 
Department of Commerce. 
SUMMARY: On November 9, 2022, the 
U.S. Department of Commerce 
(Commerce) published the notice of 
initiation and preliminary results of a 
changed circumstances review (CCR) of 
the antidumping duty (AD) order on 
certain frozen warmwater shrimp from 
India. For these final results, Commerce 
continues to find that Kader Exports 
Private Limited (Kader Exports) is the 
successor-in-interest to the Liberty 
Group. 

DATES: Applicable December 23, 2022. 
FOR FURTHER INFORMATION CONTACT: 
Adam Simons, AD/CVD Operations, 
Office II, Enforcement and Compliance, 
International Trade Administration, 
U.S. Department of Commerce, 1401 
Constitution Avenue NW, Washington, 
DC 20230; telephone: (202) 482–6172. 
SUPPLEMENTARY INFORMATION: 

Background 

On September 19, 2022, Kader 
Exports requested that Commerce 
conduct an expedited CCR, pursuant to 
section 751(b)(1) of the Tariff Act of 
1930, as amended (the Act), 19 CFR 
351.216, and 19 CFR 351.221(c)(3), to 
confirm that Kader Exports is the 
successor-in-interest to the Liberty 
Group 1 for purposes of determining AD 
cash deposits and liabilities.2 In its 
submission, Kader Exports stated that it 
underwent a restructuring in which the 
companies comprising the Liberty 
Group were merged into Kader Exports.3 

On November 9, 2022, Commerce 
initiated this CCR and published the 
Preliminary Results, preliminarily 
determining that Kader Exports is the 
successor-in-interest to the Liberty 
Group.4 In the Preliminary Results, we 
provided all interested parties with an 
opportunity to comment.5 However, we 
received no comments. 

Scope of the Order 
The merchandise subject to the order 

is certain frozen warmwater shrimp.6 
The product is currently classified 
under the following Harmonized Tariff 
Schedule of the United States (HTSUS) 
numbers: 0306.17.00.03, 0306.17.00.04, 
0306.17.00.05, 0306.17.00.06, 
0306.17.00.07, 0306.17.00.08, 
0306.17.00.09, 0306.17.00.10, 
0306.17.00.11, 0306.17.00.12, 
0306.17.00.13, 0306.17.00.14, 
0306.17.00.15, 0306.17.00.16, 
0306.17.00.17, 0306.17.00.18, 
0306.17.00.19, 0306.17.00.20, 
0306.17.00.21, 0306.17.00.22, 
0306.17.00.23, 0306.17.00.24, 
0306.17.00.25, 0306.17.00.26, 
0306.17.00.27, 0306.17.00.28, 
0306.17.00.29, 0306.17.00.40, 
0306.17.00.41, 0306.17.00.42, 
1605.21.10.30, and 1605.29.10.10. 
Although the HTSUS numbers are 
provided for convenience and customs 
purposes, the written product 
description remains dispositive. 

Final Results of CCR 
For the reasons stated in the 

Preliminary Results, Commerce 
continues to find that Kader Exports is 
the successor-in-interest to the Liberty 
Group. As a result of this determination 
and consistent with established 
practice, we find that Kader Exports 
should receive the AD cash deposit rate 
previously assigned to the Liberty 
Group. Consequently, Commerce will 
instruct U.S. Customs and Border 
Protection to suspend liquidation of all 
shipments of subject merchandise 
produced or exported by Kader Exports 
and entered, or withdrawn from 
warehouse, for consumption on or after 
the publication date of this notice in the 
Federal Register at zero percent, which 
is the current AD cash deposit rate for 
the Liberty Group.7 This cash deposit 
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Administrative Review; 2016–2017, 83 FR 32835 
(July 16, 2018). 

requirement shall remain in effect until 
further notice. 

Notification to Interested Parties 

We are issuing this determination and 
publishing these final results and notice 
in accordance with sections 751(b)(1), 
and 777(i)(1) and (2) of the Act, and 19 
CFR 351.216(e), 351.221(b), and 
351.221(c)(3). 

Dated: December 19, 2022. 
James Maeder, 
Deputy Assistant Secretary for Antidumping 
and Countervailing Duty Operations. 
[FR Doc. 2022–28008 Filed 12–22–22; 8:45 am] 

BILLING CODE 3510–DS–P 

DEPARTMENT OF COMMERCE 

National Institute of Standards and 
Technology 

[Docket No.: 220208–0264] 

National Cybersecurity Center of 
Excellence (NCCoE) Responding to 
and Recovering From a Cyberattack: 
Cybersecurity for the Manufacturing 
Sector 

AGENCY: National Institute of Standards 
and Technology, Department of 
Commerce. 
ACTION: Notice. 

SUMMARY: The National Institute of 
Standards and Technology (NIST) 
invites organizations to provide letters 
of interest describing products and 
technical expertise to support and 
demonstrate security platforms for the 
Responding to and Recovering from a 
Cyberattack: Cybersecurity for the 
Manufacturing Sector project. This 
notice is the initial step for the National 
Cybersecurity Center of Excellence 
(NCCoE) in collaborating with 
technology companies to address 
cybersecurity challenges identified 
under the Responding to and 
Recovering from a Cyberattack: 
Cybersecurity for the Manufacturing 
Sector project. Participation in the 
project is open to all interested 
organizations. 

DATES: Collaborative activities will 
commence as soon as enough completed 
and signed letters of interest have been 
returned to address all the necessary 
components and capabilities, but no 
earlier than January 23, 2023. 
ADDRESSES: The NCCoE is located at 
9700 Great Seneca Highway, Rockville, 
MD 20850. Letters of interest must be 
submitted to manufacturing_nccoe@

nist.gov or via hardcopy to National 
Institute of Standards and Technology, 
NCCoE; 9700 Great Seneca Highway, 
Rockville, MD 20850. Interested parties 
can access the letter of interest request 
by visiting https://www.nccoe.nist.gov/ 
manufacturing/responding-and- 
recovering-cyber-attack and completing 
the letter of interest webform. NIST will 
announce the completion of the 
selection of participants and inform the 
public that it is no longer accepting 
letters of interest for this project at 
https://www.nccoe.nist.gov/ 
manufacturing/responding-and- 
recovering-cyber-attack. Organizations 
whose letters of interest are accepted in 
accordance with the process set forth in 
the SUPPLEMENTARY INFORMATION section 
of this notice will be asked to sign an 
NCCoE consortium Cooperative 
Research and Development Agreement 
(CRADA) with NIST. An NCCoE 
consortium CRADA template can be 
found at: https://www.nccoe.nist.gov/ 
publications/other/nccoe-consortium- 
crada-example. 
FOR FURTHER INFORMATION CONTACT: 
Michael Powell via telephone at 301– 
975–0310; by email at manufacturing_
nccoe@nist.gov; or by mail to National 
Institute of Standards and Technology, 
NCCoE; 9700 Great Seneca Highway, 
Rockville, MD 20850. Additional details 
about the Responding to and Recovering 
from a Cyberattack: Cybersecurity for 
the Manufacturing Sector project are 
available at https://www.nccoe.nist.gov/ 
manufacturing/responding-and- 
recovering-cyber-attack. 
SUPPLEMENTARY INFORMATION: 

Background: The NCCoE, part of 
NIST, is a public-private collaboration 
for accelerating the widespread 
adoption of integrated cybersecurity 
tools and technologies. The NCCoE 
brings together experts from industry, 
government, and academia under one 
roof to develop practical, interoperable 
cybersecurity approaches that address 
the real-world needs of complex 
Information Technology (IT) and 
Operational Technology (OT) systems. 
By accelerating dissemination and use 
of these integrated tools and 
technologies for protecting IT and OT 
assets, the NCCoE will enhance trust in 
U.S. IT and OT communications, data, 
and storage systems; reduce risk for 
companies and individuals using IT and 
OT systems; and encourage 
development of innovative, job-creating 
cybersecurity products and services. 

Process: NIST is soliciting responses 
from all sources of relevant security 
capabilities (see below) to enter into an 
NCCoE Cooperative Research and 
Development Agreement (CRADA) to 

provide products and technical 
expertise to support and demonstrate 
security platforms for the Responding to 
and Recovering from a Cyberattack: 
Cybersecurity for the Manufacturing 
Sector project. The full project can be 
viewed at: https://www.nccoe.nist.gov/ 
manufacturing/responding-and- 
recovering-cyber-attack. 

Interested parties can access the 
request for a letter of interest template 
by visiting the project website at https:// 
www.nccoe.nist.gov/manufacturing/ 
responding-and-recovering-cyber-attack 
and completing the letter of interest 
webform. On completion of the 
webform, interested parties will receive 
access to the letter of interest template, 
which the party must complete, certify 
as accurate, and submit to NIST by 
email or hardcopy. NIST will contact 
interested parties if there are questions 
regarding the responsiveness of the 
letters of interest to the project objective 
or requirements identified below. NIST 
will select participants who have 
submitted complete letters of interest on 
a first come, first served basis within 
each category of product components or 
capabilities listed below up to the 
number of participants in each category 
necessary to carry out this project. 
When the project has been completed, 
NIST will post a notice on the 
Responding to and Recovering from a 
Cyberattack: Cybersecurity for the 
Manufacturing Sector project website at 
https://www.nccoe.nist.gov/ 
manufacturing/responding-and- 
recovering-cyber-attack announcing the 
next phase of the project and informing 
the public that it will no longer accept 
letters of interest for this project. There 
may be continuing opportunity to 
participate even after initial activity 
commences. Selected participants will 
be required to enter into an NCCoE 
consortium CRADA with NIST (for 
reference, see ADDRESSES section above). 

Project Objective: This project is 
focused on responding to and 
recovering from a cyberattack within an 
Industrial Control System (ICS) 
environment. Manufacturing 
organizations rely on ICS to monitor and 
control physical processes that produce 
goods for public consumption. These 
same systems are facing an increasing 
number of cyberattacks resulting in a 
loss of production from destructive 
malware, malicious insider activity, or 
honest mistakes. This creates the 
imperative for organizations to be able 
to quickly, safely, and accurately 
recover from an event that corrupts or 
destroys data (e.g., database records, 
system files, configurations, user files, 
application code). 
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