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(202) 714–9731 or Rachel.Hildebrand@
fema.dhs.gov. 

SUPPLEMENTARY INFORMATION: The 
Robert T. Stafford Disaster Relief and 
Emergency Assistance Act, 42 U.S.C. 
5121–5207 (Stafford Act), authorizes 
grants to assist State, local, and Tribal 
governments and certain private non- 
profit entities with the response to and 
recovery from disasters, following 
Presidentially-declared major disasters 
and emergencies. 44 CFR part 206 
specifies the information collections 
necessary to facilitate the provision of 
assistance under the Public Assistance 
(PA) Program. 44 CFR 206.202 describes 
the general application procedures for 
the PA Program. 

This proposed information collection 
previously published in the Federal 
Register on December 14, 2022, at 87 FR 
76499 with a 60-day public comment 
period. FEMA received twelve public 
comments and two instrument requests. 
Four comments (FEMA–2022–0056– 
0003, –0004, –0007, and –0010) were 
not germane to the collection. Six 
comments (FEMA–2022–0056–0002, 
–0005, –0008, –0009, –0011 and –0012) 
suggest several edits/ask questions 
about the instruments in the collection. 
FEMA–2022–0056–0006 wanted 
assistance in understanding the new 
concept of the revised information 
collection flowchart. FEMA–2022– 
0056–0013 is inquiring about how the 
new instruments will be integrated or 
potentially replace the current functions 
in the Grants Portal. The purpose of this 
notice is to notify the public that FEMA 
will submit the information collection 
abstracted below to the Office of 
Management and Budget for review and 
clearance. 

Collection of Information 

Title: Public Assistance Program. 
Type of Information Collection: 

Extension, with change, of a currently 
approved information collection. 

OMB Number: 1660–0017. 
FEMA Forms: FEMA Form FF–104– 

FY–21–131 (formerly 009–0–49), 
Request for Public Assistance; FEMA 
Form FF–104–FY–21–132 (formerly 
009–0–111), Quarterly Progress Reports; 
FEMA Form FF–104–FY–21–137 
(formerly 009–0–123), Force Account 
Labor Summary Record; FEMA Form 
FF–104–FY–21–138 (formerly 009–0– 
124), Materials Summary Record; FEMA 
Form FF–104–FY–21–139 (formerly 
009–0–125), Rented Equipment 
Summary; FEMA Form FF–104–FY–21– 
140 (formerly 009–0–126), Contract 
Work Summary; FEMA Form FF–104– 
FY–21–141 (formerly 009–0–127), 
Project Application for COVID–19; 

FEMA Form FF–104–FY–21–135 
(formerly 009–0–128), Applicant’s 
Benefits Calculation Worksheet; FEMA 
Form FF–104–FY–21–145 (formerly FF 
009–0–141), FAC–TRAX System; FEMA 
Template FT–104–FY–21–100, 
Equitable COVID–19 Response and 
Recovery: Vaccine Administration 
Information; FEMA Form FF–104–FY– 
22–233, Organization Profile; FEMA 
Form FF–104–FY–22–234, Recipient 
Incident Information; FEMA Form FF– 
104–FY–22–235, Applicant Impact 
Survey; FEMA Form FF–104–FY–22– 
238, Pre-Approval Request; FEMA Form 
FF–104–FY–22–236, Impact List; FEMA 
Form FF–104–FY–22–239, Project 
Application for Debris Removal; FEMA 
Form FF–104–FY–22–240, Project 
Application for Emergency Protective 
Measures; FEMA Form FF–104–FY–22– 
242, Project Application for 
Infrastructure Restoration; FEMA Form 
FF–104–FY–22–243, Project 
Application for Building Code and 
Floodplain Administration and 
Enforcement; FEMA Form FF–104–FY– 
22–244, Project Application for 
Management Costs; FEMA Form FF– 
104–FY–22–245, Damage Information; 
FEMA Form FF–104–FY–22–246, 
Environmental and Historic 
Preservation Addendum; FEMA Form 
FF–104–FY–22–247, Hazard Mitigation 
Addendum; FEMA Form FF–104–FY– 
22–241, Project Application for COVID– 
19; FEMA Form FF–104–FY–22–237, 
Donated Labor Sign-in; FEMA Form FF– 
104–FY–21–250, Tribal Administrative 
Plan; FEMA Form FF–104–FY–22–248, 
Time Extension; and FEMA Form FF– 
104–FY–22–249, State Administrative. 

Abstract: The information collected is 
required for the Public Assistance (PA) 
Program eligibility determinations, 
grants management, and compliance 
with other Federal laws and regulations. 
The Robert T. Stafford Disaster Relief 
and Emergency Assistance Act, 42 
U.S.C. 5121–5207 (the Stafford Act), 
authorizes grants to assist State, Tribal, 
and local governments and certain 
private non-profit entities with the 
response to and recovery from disasters 
following Presidentially declared major 
disasters and emergencies. 

Affected Public: State, local or Tribal 
Government; Private Non-Profit entities. 

Estimated Number of Respondents: 
1,505. 

Estimated Number of Responses: 
635,269. 

Estimated Total Annual Burden 
Hours: 341,635. 

Estimated Total Annual Respondent 
Cost: $19,801,167. 

Estimated Respondents’ Operation 
and Maintenance Costs: $0. 

Estimated Respondents’ Capital and 
Start-Up Costs: $0. 

Estimated Total Annual Cost to the 
Federal Government: $2,001,955. 

Comments 

Comments may be submitted as 
indicated in the ADDRESSES caption 
above. Comments are solicited to (a) 
evaluate whether the proposed data 
collection is necessary for the proper 
performance of the agency, including 
whether the information shall have 
practical utility; (b) evaluate the 
accuracy of the agency’s estimate of the 
burden of the proposed collection of 
information, including the validity of 
the methodology and assumptions used; 
(c) enhance the quality, utility, and 
clarity of the information to be 
collected; and (d) minimize the burden 
of the collection of information on those 
who are to respond, including through 
the use of appropriate automated, 
electronic, mechanical, or other 
technological collection techniques or 
other forms of information technology, 
e.g., permitting electronic submission of 
responses. 

Millicent Brown Wilson, 
Records Management Branch Chief, Office 
of the Chief Administrative Officer, Mission 
Support, Federal Emergency Management 
Agency, Department of Homeland Security. 
[FR Doc. 2023–04432 Filed 3–2–23; 8:45 am] 

BILLING CODE 9111–24–P 

DEPARTMENT OF HOMELAND 
SECURITY 

[Docket No. CISA–2022–0016] 

Notice of Cybersecurity and 
Infrastructure Security Agency 
Cybersecurity Advisory Committee 
Meeting 

AGENCY: Cybersecurity and 
Infrastructure Security Agency (CISA), 
Department of Homeland Security 
(DHS). 
ACTION: Notice of Federal Advisory 
Committee Act (FACA) meeting; request 
for comments. 

SUMMARY: CISA is publishing this notice 
to announce the CISA Cybersecurity 
Advisory Committee (CSAC) Quarterly 
Meeting will meet virtually on Tuesday, 
March 21, 2023. This meeting will be 
partially closed to the public. Members 
of the public may join the public 
portion of the meeting by 
teleconference. 

DATES: 
Meeting Registration: Registration to 

attend the meeting is required and must 
be received no later than 5:00 p.m. 
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Eastern Daylight Time (EDT) on March 
19, 2023. 

Speaker Registration: Registration to 
speak during the meeting’s public 
comment period must be received no 
later than 5:00 p.m. EDT on March 19, 
2023. 

Written Comments: Written comments 
must be received no later than 5:00 p.m. 
EDT on March 19, 2023. 

Meeting Date: The CSAC will meet 
virtually on March 21, 2023, from 1:00 
p.m. to 4:00 p.m. EDT. The meeting may 
close early if the committee has 
completed its business. 
ADDRESSES: The CSAC’s meeting will be 
open to the public, per 41 CFR 102– 
3.150 and will be held virtually. 
Members of the public may participate 
via teleconference only. For access to 
the conference call bridge, information 
on services for individuals with 
disabilities, or to request special 
assistance, please email CISA_
CybersecurityAdvisoryCommittee@
cisa.dhs.gov by 5:00 p.m. EDT March 
19, 2023. The CSAC is committed to 
ensuring all participants have equal 
access regardless of disability status. If 
you require a reasonable 
accommodation due to a disability to 
fully participate, please contact Ms. 
Megan Tsuyi at (202) 594–7374 as soon 
as possible. 

Comments: Members of the public are 
invited to provide comment on issues 
that will be considered by the 
committee as listed in the 
SUPPLEMENTARY INFORMATION section 
below. Associated materials that may be 
discussed during the meeting will be 
made available for review at https://
www.cisa.gov/cisa-cybersecurity- 
advisory-committee-meeting-resources 
by March 14, 2023. Comments should 
be submitted by 5:00 p.m. EDT on 
March 19, 2023 and must be identified 
by Docket Number CISA–2022–0016. 
Comments may be submitted by one of 
the following methods: 

• Federal eRulemaking Portal: 
www.regulations.gov. Please follow the 
instructions for submitting written 
comments. 

• Email: CISA_
CybersecurityAdvisoryCommittee@
cisa.dhs.gov. Include the Docket 
Number CISA–2022–0016 in the subject 
line of the email. 

Instructions: All submissions received 
must include the words ‘‘Cybersecurity 
and Infrastructure Security Agency’’ and 
the Docket Number for this action. 
Comments received will be posted 
without alteration to 
www.regulations.gov, including any 
personal information provided. You 
may wish to review the Privacy & 

Security notice available via a link on 
the homepage of www.regulations.gov. 

Docket: For access to the docket and 
comments received by the CSAC, please 
go to www.regulations.gov and enter 
docket number CISA–2022–0016. 

A public comment period is 
scheduled to be held during the meeting 
from 3:50 p.m. to 4:00 p.m. EDT. 
Speakers who wish to participate in the 
public comment period must email 
CISA_
CybersecurityAdvisoryCommittee@
cisa.dhs.gov to register. Speakers should 
limit their comments to 3 minutes and 
will speak in order of registration. 
Please note that the public comment 
period may end before the time 
indicated, depending on the number of 
speakers who register to participate. 
FOR FURTHER INFORMATION CONTACT: 
Megan Tsuyi, 202–594–7374, CISA_
CybersecurityAdvisoryCommittee@
cisa.dhs.gov. 

SUPPLEMENTARY INFORMATION: The CSAC 
was established under the National 
Defense Authorization Act for Fiscal 
Year 2021, Public Law 116–283. Notice 
of this meeting is given under FACA, 5 
U.S.C. appendix (Pub. L. 92–463). The 
CSAC advises the CISA Director on 
matters related to the development, 
refinement, and implementation of 
policies, programs, planning, and 
training pertaining to the cybersecurity 
mission of the Agency. 

Agenda: The CSAC will hold a virtual 
meeting on Tuesday, March 21, 2023, 
from 1:00 p.m. to 4:00 p.m. EDT to 
discuss current CSAC activities. The 
open session will last from 3:15 p.m. to 
4:00 p.m. EDT and will include: (1) a 
discussion of CSAC recommendations, 
(2) an update on subcommittee progress 
and (3) a period for public comment. 

The committee will also meet in a 
closed session from 1:00 p.m. to 3:00 
p.m. EDT to participate in an 
operational discussion that will address 
areas of critical cybersecurity 
vulnerabilities and priorities for CISA. 
Government officials will share 
sensitive information with CSAC 
members on initiatives and future 
security requirements for assessing 
cyber risks to critical infrastructure. 

Basis for Closure: In accordance with 
section 10(d) of FACA and 5 U.S.C. 
552b(c)(9)(B), The Government in the 
Sunshine Act, it has been determined 
that certain agenda items require 
closure, as the premature disclosure of 
the information that will be discussed 
would be likely to significantly frustrate 
implementation of proposed agency 
actions. 

This agenda item addresses areas of 
CISA’s operations that include critical 

cybersecurity vulnerabilities and 
priorities for CISA. Government officials 
will share sensitive information with 
CSAC members on initiatives and future 
security requirements for assessing 
cyber risks to critical infrastructure. 

As the premature disclosure of the 
information that will be discussed 
would be likely to significantly frustrate 
implementation of proposed agency 
action, this portion of the meeting is 
required to be closed pursuant to 
section 10(d) of FACA and 5 U.S.C. 
552b(c)(9)(B). 

Megan M. Tsuyi, 
Designated Federal Officer, CISA 
Cybersecurity Advisory Committee, 
Cybersecurity and Infrastructure Security 
Agency, Department of Homeland Security. 
[FR Doc. 2023–04390 Filed 3–2–23; 8:45 am] 

BILLING CODE 9110–9P–P 

DEPARTMENT OF THE INTERIOR 

Geological Survey 

GX23LR000F60100; OMB Control 
Number 1028–0062/Renewal Agency 
Information Collection Activities; 
Industrial Minerals Surveys 

AGENCY: U.S. Geological Survey, 
Interior. 
ACTION: Notice of Information 
Collection; request for comment. 

SUMMARY: In accordance with the 
Paperwork Reduction Act of 1995 
(PRA), (44 U.S.C. 3501 et seq.) the U.S. 
Geological Survey (USGS) is proposing 
to renew an Information Collection with 
a revision to add a new ‘Rare Gases’ 
canvass. 

DATES: Interested persons are invited to 
submit comments on or before May 2, 
2023. 

ADDRESSES: Send your comments on 
this Information Collection Request 
(ICR) by mail to U.S. Geological Survey, 
Information Collections Officer, 12201 
Sunrise Valley Drive MS 159, Reston, 
VA 20192; or by email to gs-info_
collections@usgs.gov. Please reference 
OMB Control Number 1028–0062 in the 
subject line of your comments. 
FOR FURTHER INFORMATION CONTACT: To 
request additional information about 
this ICR, contact Elizabeth S. Sangine by 
email at escottsangine@usgs.gov, or by 
telephone at 703–648–7720. Individuals 
in the United States who are deaf, 
deafblind, hard of hearing, or have a 
speech disability may dial 711 (TTY, 
TDD, or TeleBraille) to access 
telecommunications relay services. 
Individuals outside the United States 
should use the relay services offered 
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