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TABLE 1—MIRE FUNDAMENTAL DATA ELEMENTS FOR NON-LOCAL 1 PAVED ROADS—Continued 

MIRE name 2 Roadway 
segment Intersection Interchange/ 

ramp 

Year of Ramp AADT 3 ................................................................................................................. ........................ ........................ X 

1 Based on functional classification. 
2 Model Inventory of Roadway Elements—MIRE, Version 2.0, Report No. FHWA–SA–17–048, July 2017, https://rosap.ntl.bts.gov/view/dot/ 

49568. 
3 Existing Highway Performance Monitoring System element. 
4 For each intersecting road. 

TABLE 2—MIRE FUNDAMENTAL DATA 
ELEMENTS FOR LOCAL 1 PAVED ROADS 

MIRE name 2 Roadway 
segment 

AADT 3 .......................................... X 
Begin Point Segment Descriptor 3 X 
End Point Segment Descriptor 3 ... X 
Functional Class 3 ......................... X 
Number of Through Lanes 3 ......... X 
Rural/Urban Designation 3 ............ X 
Segment Identifier ........................ X 
Surface Type 3 .............................. X 
Type of Governmental Owner-

ship 3 ......................................... X 

1 Based on Functional Classification. 
2 Model Inventory of Roadway Elements— 

MIRE, Version 2.0, Report No. FHWA–SA– 
17–048, July 2017, https://rosap.ntl.bts.gov/ 
view/dot/49568. 

3 Existing Highway Performance Monitoring 
System element. 

TABLE 3—MIRE FUNDAMENTAL DATA 
ELEMENTS FOR UNPAVED ROADS 

MIRE name 1 Roadway 
segment 

Begin Point Segment Descriptor 2 X 
End Point Segment Descriptor 2 ... X 
Functional Class 2 ......................... X 
Segment Identifier ........................ X 
Type of Governmental Owner-

ship 2 ......................................... X 

1 Model Inventory of Roadway Elements— 
MIRE, Version 2.0, Report No. FHWA–SA– 
17–048, July 2017, https://rosap.ntl.bts.gov/ 
view/dot/49568. 

2 Existing Highway Performance Monitoring 
System element. 
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BILLING CODE 4910–22–P 

DEPARTMENT OF DEFENSE 

Office of the Secretary 

32 CFR Part 170 

[Docket ID: DoD–2023–OS–0063] 

Posting of Informational Video: 
Cybersecurity Maturity Model 
Certification (CMMC) Program 

AGENCY: Office of the Department of 
Defense Chief Information Officer, 
Department of Defense (DoD). 

ACTION: Notification of posting of 
informational video on CMMC. 

SUMMARY: The Office of the Department 
of Defense Chief Information Officer 
(DoD CIO) has released an informational 
video to provide the public with an 
overview of the proposed rule for DoD’s 
updated Cybersecurity Maturity Model 
Certification (CMMC) Program, which 
was published in the Federal Register 
on December 26, 2023 for public 
comment. The proposed rule establishes 
requirements for a comprehensive and 
scalable assessment mechanism to 
ensure defense contractors and 
subcontractors have, as part of the 
CMMC Program, implemented required 
existing security requirements for 
Federal Contract Information and 
Controlled Unclassified Information 
(CUI) and adds new CUI security 
requirements for certain priority 
programs. This document announces 
that a video file containing an overview 
briefing of the CMMC proposed rule, 
presented by leadership and staff from 
the Office of the DoD Deputy CIO for 
Cybersecurity, was posted on the 
internet on February 14, 2024. 
DATES: The video is available as of 
February 14, 2024. 
ADDRESSES: The video is available to the 
public at the following link: https://
www.dvidshub.net/video/912871/cyber
security-maturity-model-certification- 
cmmc-proposed-rule-overview. 
FOR FURTHER INFORMATION CONTACT: Ms. 
Diane Knight, Office of the DoD CIO, 
osd.mc-alex.dod-cio.mbx.cmmc-32cfr- 
rulemaking@mail.mil, (202) 770–9100. 
SUPPLEMENTARY INFORMATION: A video 
on the proposed rule titled 
‘‘Cybersecurity Maturity Model 
Certification (CMMC) Program’’ (32 CFR 
part 170) (88 FR 89058–89138) has been 
posted to https://www.dvidshub.net/ 
video/912871/cybersecurity-maturity- 
model-certification-cmmc-proposed- 
rule-overview to provide the public with 
additional information and clarification 
on the updated CMMC Program as 
detailed in the proposed rule. 

This video is available to the public 
through the link above. Any interested 
member of the public may view this 
video. Closed captioning will be 

available for individuals who are deaf, 
hard of hearing, or who have certain 
cognitive or learning impairments. 

Dated: February 14, 2024. 
Aaron T. Siegel, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense. 
[FR Doc. 2024–03460 Filed 2–20–24; 8:45 am] 

BILLING CODE 6001–FR–P 

DEPARTMENT OF HOMELAND 
SECURITY 

Coast Guard 

33 CFR Part 117 

[Docket No. USCG–2022–0854] 

RIN 1625–AA09 

Drawbridge Operation Regulation; 
Reynolds Channel, Atlantic Beach, NY 

AGENCY: Coast Guard, DHS. 
ACTION: Supplemental notice of 
proposed rulemaking. 

SUMMARY: The Coast Guard proposes to 
modify the operating schedule that 
governs the Atlantic Beach Bridge 
across the Reynolds Channel, mile 0.4, 
at Atlantic Beach, NY. The bridge 
owner, Nassau County Bridge Authority, 
submitted a request on September 22, 
2022 to modify the regulation to 
decrease the number of openings on 
signal from October through May. On 
November 16, 2023 Nassau County 
Bridge Authority sent an additional 
request to add a bridge tower call 
number and remove outdated language. 
It is expected that this change to the 
regulations will better serve the needs of 
the community while continuing to 
meet the reasonable needs of navigation. 
We invite your comments on this 
proposed rulemaking. 
DATES: Comments and relate material 
must reach the Coast Guard on or before 
March 22, 2024. 
ADDRESSES: You may submit comments 
identified by docket number USCG– 
2022–0854 through the Federal Decision 
Making Portal at https://
www.regulations.gov. 

See the ‘‘Public Participation and 
Request for Comments’’ portion of the 
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