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necessary to the litigation, and that the 
use of such records is for a purpose that 
is compatible with the purpose for 
which the agency collected the records. 

8. Congressional Inquiries—To 
provide information to a Congressional 
office from the record of an individual 
in response to an inquiry from the 
Congressional office made at the written 
request of that individual. 

9. Government-wide Program 
Management and Oversight—To provide 
information to the DOJ to obtain the 
department’s advice regarding 
disclosure obligations under the 
Freedom of Information Act (FOIA); or 
to the Office of Management and Budget 
(OMB) to obtain that office’s advice 
regarding obligations under the Privacy 
Act. 

10. Breach Notification—To 
appropriate agencies, entities, and 
persons when: (a) the Commission 
suspects or has confirmed that there has 
been a breach of Personally Identifiable 
Information (PII) maintained in the 
system of records; (b) the Commission 
has determined that as a result of the 
suspected or confirmed compromise 
there is a risk of harm to individuals, 
the Commission (including its 
information systems, programs, and 
operations), the Federal Government, or 
national security; and (c) the disclosure 
made to such agencies, entities, and 
persons is reasonably necessary to assist 
in connection with the Commission’s 
efforts to respond to the suspected or 
confirmed breach or to prevent, 
minimize, or remedy such harm. 

11. Assistance to Federal Agencies 
and Entities Related to Breaches—To 
another Federal agency or Federal 
entity, when the Commission 
determines that information from this 
system is reasonably necessary to assist 
the recipient agency or entity in: (a) 
responding to a suspected or confirmed 
breach or (b) preventing, minimizing, or 
remedying the risk of harm to 
individuals, the recipient agency or 
entity (including its information 
systems, program, and operations), the 
Federal Government, or national 
security, resulting from a suspected or 
confirmed breach. 

12. Non-Federal Personnel—To 
disclose information to non-Federal 
personnel, including contractors, FCC 
program administrators (including 
USAC), other vendors (e.g., identity 
verification services), grantees, and 
volunteers who have been engaged to 
assist the FCC in the performance of a 
contract, service, grant, cooperative 
agreement, or other activity related to 
this system of records and who need to 
have access to the records to perform 
their activity. 

POLICIES AND PRACTICES FOR STORAGE OF 
RECORDS: 

This is a cloud-based computing 
system that utilizes the provider- 
supported application on the provider’s 
cloud network (Software as a Service or 
SaaS). 

POLICIES AND PRACTICES FOR RETRIEVAL OF 
RECORDS: 

Records in this system of records can 
be retrieved by any category field, e.g., 
first or last name or email address. 

POLICIES AND PRACTICES FOR RETENTION AND 
DISPOSAL OF RECORDS: 

The information in this system is 
maintained and disposed of in 
accordance with the NARA General 
Records Schedule 6.5, Item 020 (DAA– 
0173–2019–0002). 

ADMINISTRATIVE, TECHNICAL, AND PHYSICAL 
SAFEGUARDS: 

The electronic records, files, and data 
are stored within FCC or a vendor’s 
accreditation boundaries and 
maintained in a database housed in the 
FCC’s or vendor’s computer network 
databases. Access to the electronic files 
is restricted to authorized employees 
and contractors; and to IT staff, 
contractors, and vendors who maintain 
the IT networks and services. Other 
employees and contractors may be 
granted access on a need-to-know basis. 
The electronic files and records are 
protected by the FCC and third-party 
privacy safeguards, a comprehensive 
and dynamic set of IT safety and 
security protocols and features that are 
designed to meet all Federal privacy 
standards, including those required by 
the Federal Information Security 
Modernization Act of 2014 (FISMA), 
OMB, and the National Institute of 
Standards and Technology (NIST). 

RECORD ACCESS PROCEDURES: 
Individuals wishing to request access 

to and/or amendment of records about 
themselves should follow the 
Notification Procedure below. 

CONTESTING RECORD PROCEDURES: 
Individuals wishing to request access 

to and/or amendment of records about 
themselves should follow the 
Notification Procedure below. 

NOTIFICATION PROCEDURES: 
Individuals wishing to determine 

whether this system of records contains 
information about themselves may do so 
by writing to privacy@fcc.gov. 
Individuals requesting access or 
amendment of records must also comply 
with the FCC’s Privacy Act regulations 
regarding verification of identity as 
required under 47 CFR part 0, subpart 
E. 

EXEMPTIONS PROMULGATED FOR THE SYSTEM: 

None. 

HISTORY: 

88 FR 60459 (September 1, 2023). 
Federal Communications Commission. 
Marlene Dortch, 
Secretary. 
[FR Doc. 2024–05957 Filed 3–20–24; 8:45 am] 

BILLING CODE 6712–01–P 

FEDERAL ELECTION COMMISSION 

Sunshine Act Meetings 

TIME AND DATE: Tuesday, March 26, 
2024, at 10 a.m. and its continuation at 
the conclusion of the open meeting on 
March 27, 2024. 
PLACE: 1050 First Street NE, 
Washington, DC and virtual (this 
meeting will be a hybrid meeting). 
STATUS: This meeting will be closed to 
the public. 
MATTERS TO BE CONSIDERED: Compliance 
matters pursuant to 52 U.S.C. 30109. 

Investigatory records complied for 
law enforcement purposes and 
production would disclose investigative 
techniques. 

Matters concerning participation in 
civil actions or proceedings or 
arbitration. 
* * * * * 
CONTACT PERSON FOR MORE INFORMATION: 
Judith Ingram, Press Officer, Telephone: 
(202) 694–1220. 
(Authority: Government in the Sunshine Act, 
5 U.S.C. 552b) 

Laura E. Sinram, 
Secretary and Clerk of the Commission. 
[FR Doc. 2024–06081 Filed 3–19–24; 11:15 am] 

BILLING CODE 6715–01–P 

DEPARTMENT OF HEALTH AND 
HUMAN SERVICES 

Food and Drug Administration 

[Docket No. FDA–2023–N–4721] 

Willis Reed: Final Debarment Order 

AGENCY: Food and Drug Administration, 
HHS. 
ACTION: Notice. 

SUMMARY: The Food and Drug 
Administration (FDA) is issuing an 
order under the Federal Food, Drug, and 
Cosmetic Act (FD&C Act) permanently 
debarring Willis Reed from providing 
services in any capacity to a person that 
has an approved or pending drug 
product application. FDA bases this 
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