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Faber Place Drive, Suite 201, N 
Charleston, SC 29405. 

FOR FURTHER INFORMATION CONTACT: Kim 
Iverson, Public Information Officer, 
SAFMC; phone: (843) 571–4366 or toll 
free: (866) SAFMC–10; fax: (843) 769– 
4520; email: kim.iverson@safmc.net. 

SUPPLEMENTARY INFORMATION: Public 
hearing documents, an online public 
comment form, and other materials will 
be posted to the Council’s website at 
https://safmc.net/events/august-2024- 
public-hearings-snapper-grouper- 
amendment-55/ as they become 
available. Written comments should be 
addressed to John Carmichael, 
Executive Director, SAFMC, 4055 Faber 
Place Drive, Suite 201, N Charleston, SC 
29405. Written comments must be 
received by August 16, 2024, by 5 p.m. 
During the hearings, Council staff will 
provide an overview of actions being 
considered in the amendment. Staff will 
answer clarifying questions on the 
presented information and the proposed 
actions. Following the presentation and 
questions, the public will have the 
opportunity to provide comments on the 
amendment. 

Amendment 55 to the Snapper Grouper 
FMP 

The most recent stock assessment 
(SEDAR 68) assessed scamp and 
yellowmouth grouper combined due to 
misidentification between the two 
species and indicated that the stock is 
overfished but not subject to 
overfishing. In response to this 
assessment the Council will need to 
establish the Scamp Yellowmouth 
Grouper Complex (which entails 
adjusting the composition and catch 
levels of the Other Shallow Water 
Grouper Complex), establish stock 
determination criteria for the new 
complex, a rebuilding plan, annual 
catch limits, management measures, 
allocations and sector annual catch 
limits, and accountability measures. 

Special Accommodations 

These meetings are physically 
accessible to people with disabilities. 
Requests for auxiliary aids should be 
directed to the Council office (see 
ADDRESSES) 5 days prior to the meeting. 

Note: The times and sequence specified in 
this agenda are subject to change. 

Authority: 16 U.S.C. 1801 et seq. 
Dated: July 19, 2024. 

Rey Israel Marquez, 
Acting Deputy Director, Office of Sustainable 
Fisheries, National Marine Fisheries Service. 
[FR Doc. 2024–16261 Filed 7–23–24; 8:45 am] 

BILLING CODE 3510–22–P 

DEPARTMENT OF COMMERCE 

National Oceanic and Atmospheric 
Administration 

[RTID 0648–XE120] 

Pacific Fishery Management Council; 
Public Meeting 

AGENCY: National Marine Fisheries 
Service (NMFS), National Oceanic and 
Atmospheric Administration (NOAA), 
Commerce. 
ACTION: Notice of public meeting. 

SUMMARY: The Pacific Fishery 
Management Council’s (Pacific Council) 
Ad Hoc Marine Planning Committee 
(MPC) will hold an online public 
meeting. 
DATES: The online meeting will be held 
Monday, August 12, 2024, from 10 a.m. 
to 4 p.m., Pacific Daylight Time or until 
business for the day has been 
completed. 

ADDRESSES: This meeting will be held 
online. Specific meeting information, 
including a proposed agenda and 
directions on how to attend the meeting 
and system requirements, will be 
provided in the meeting announcement 
on the Pacific Council’s website (see 
www.pcouncil.org). You may send an 
email to Mr. Kris Kleinschmidt 
(kris.kleinschmidt@noaa.gov) or contact 
him at (503) 820–2412 for technical 
assistance. 

Council address: Pacific Fishery 
Management Council, 7700 NE 
Ambassador Place, Suite 101, Portland, 
OR 97220–1384. 
FOR FURTHER INFORMATION CONTACT: 
Kerry Griffin, Staff Officer, Pacific 
Council; telephone: (503) 820–2409. 
SUPPLEMENTARY INFORMATION: The 
purpose of this online meeting is for the 
MPC to consider current offshore wind 
(OSW) energy and aquaculture issues 
and to provide information and 
recommendations to the Pacific Council 
for consideration at its September 2024 
meeting. Topics will include updates on 
Bureau of Ocean Energy Management 
activities, updates from coastal states 
and the National Marine Fisheries 
Service, a Tribal update, fishing 
community engagement in OSW 
transmission planning, and other OSW 
or aquaculture topics, as appropriate. 

Although non-emergency issues not 
contained in the meeting agenda may be 
discussed, those issues may not be the 
subject of formal action during this 
meeting. Action will be restricted to 
those issues specifically listed in this 
document and any issues arising after 
publication of this document that 
require emergency action under section 

305(c) of the Magnuson-Stevens Fishery 
Conservation and Management Act, 
provided the public has been notified of 
the intent to take final action to address 
the emergency. 

Special Accommodations 

Requests for sign language 
interpretation or other auxiliary aids 
should be directed to Mr. Kris 
Kleinschmidt (kris.kleinschmidt@
noaa.gov; (503) 820–2412) at least 10 
days prior to the meeting date. 

Authority: 16 U.S.C. 1801 et seq. 
Dated: July 19, 2024. 

Rey Israel Marquez, 
Acting Deputy Director, Office of Sustainable 
Fisheries, National Marine Fisheries Service. 
[FR Doc. 2024–16263 Filed 7–23–24; 8:45 am] 

BILLING CODE 3510–22–P 

CONSUMER FINANCIAL PROTECTION 
BUREAU 

[Docket No: CFPB–2024–0029] 

Privacy Act of 1974; System of 
Records 

AGENCY: Consumer Financial Protection 
Bureau. 
ACTION: Notice of a new system of 
records. 

SUMMARY: In accordance with the 
Privacy Act of 1974, the Consumer 
Financial Protection Bureau (CFPB or 
Bureau) proposes to establish a new 
CFPB system of records titled, 
‘‘CFPB.030—Nonbank Registry’’ 
(Nonbank Registry). Generally, 
‘‘nonbanks’’ are institutions involved in 
the offering or provision of consumer 
financial products or services that are 
not insured depository institutions or 
insured credit unions (hereinafter 
referred to as ‘‘nonbanks’’). The 
Nonbank Registry system of records 
covers information collected and 
maintained as part of the CFPB nonbank 
registration program. The Nonbank 
Registry enables certain nonbanks to 
register with the CFPB through the 
Bureau’s Nonbank Registry portal and to 
provide additional required information 
and/or other required documents. The 
records maintained in the Nonbank 
Registry enables the CFPB to gather 
information from registered nonbanks; 
to monitor and identify consumer risks; 
to gather information and documents to 
conduct examinations of registered 
nonbanks subject to the CFPB’s 
supervisory authority; and to ensure 
that registered nonbanks subject to the 
CFPB’s supervisory authority are 
legitimate entities and able to perform 
their obligations to consumers, 
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including their obligations under 
Federal consumer financial law. This 
newly established system of records will 
be included in the CFPB’s inventory of 
records systems. 
DATES: Comments must be received no 
later than August 23, 2024. The new 
system of records will be effective 
August 23, 2024 unless the comments 
received result in a contrary 
determination. 
ADDRESSES: You may submit comments, 
identified by the title and docket 
number (see above Docket No. CFPB– 
2024–0029), by any of the following 
methods: 

• Federal eRulemaking Portal: http:// 
www.regulations.gov. Follow the 
instructions for submitting comments. A 
brief summary of this document will be 
available at https://www.regulations.
gov/docket/CFPB-2024-0029. 

• Email: privacy@cfpb.gov. Include 
Docket No. CFPB–2024–0029 in the 
subject line of the email. 

• Mail/Hand Delivery/Courier: 
Kathryn Fong, Chief Privacy Officer, 
Consumer Financial Protection Bureau, 
1700 G Street NW, Washington, DC 
20552, (202) 435–7058. Because paper 
mail in the Washington, DC area and at 
CFPB is subject to delay, commenters 
are encouraged to submit comments 
electronically. 

All submissions must include the 
agency name and docket number for this 
notice. In general, all comments 
received will be posted without change 
to http://www.regulations.gov. All 
comments, including attachments and 
other supporting materials, will become 
part of the public record and subject to 
public disclosure. You should submit 
only information that you wish to make 
available publicly. Sensitive personal 
information, such as account numbers 
or Social Security numbers, should not 
be included. 
FOR FURTHER INFORMATION CONTACT: 
Kathryn Fong, Chief Privacy Officer, 
Consumer Financial Protection Bureau, 
1700 G Street NW, Washington, DC 
20552; (202) 435–7058. If you require 
this document in an alternative 
electronic format, please contact CFPB_
Accessibility@cfpb.gov. Please do not 
submit comments to this email box. 
SUPPLEMENTARY INFORMATION: In 
accordance with the Privacy Act of 
1974, 5 U.S.C. 552a, the CFPB is 
establishing a new system of records 
titled, ‘‘CFPB.030, Nonbank Registry.’’ 
On June 3, 2024, the CFPB published 
the Registry of Nonbank Covered 
Persons Subject to Certain Agency and 
Court Orders Final Rule (Orders Rule) 
pursuant to sections 1022 and 1024 of 
the Consumer Financial Protection Act 

(CFPA) of 2010. The Orders Rule 
imposes specific requirements on 
‘‘covered nonbanks,’’ as that term is 
defined in section 1092.201(d) of the 
Orders Rule. Covered nonbanks are 
generally required to register ‘‘covered 
orders,’’ as that term is defined in 
section 1092.201(e) of the Orders Rule, 
that remain in or take effect on or after 
the Orders Rule’s effective date. 

The CFPB’s exercise of its nonbank 
registration rulemaking authority 
expands the category of individuals and 
records collected and maintained on 
nonbanks to include those required to 
register with the CFPB to enable the 
Bureau to monitor and reduce the risks 
to consumers posed by these 
institutions more effectively. The 
registry also allows the Bureau to 
monitor trends in enforcement and more 
effectively utilize Bureau resources. To 
this end, the CFPB has created the 
Nonbank Registry portal to facilitate the 
registration process and information 
collection maintained in the Nonbank 
Registry system of records for nonbanks 
that are required to register with the 
CFPB in accordance with current or 
subsequent CFPB regulations. Finally, 
the CFPB may publish certain 
information collected and maintained in 
the Nonbank Registry system of records 
as is in the public interest and in 
accordance with CFPB regulations. 

SYSTEM NAME AND NUMBER: 
CFPB.030—Nonbank Registry. 

SECURITY CLASSIFICATION: 
Unclassified. 

SYSTEM LOCATION: 
Consumer Financial Protection 

Bureau, 1700 G Street NW, Washington, 
DC 20552. 

SYSTEM MANAGER(S): 
Program Director, Systems and 

Registrations Team, Office of 
Supervision, Consumer Financial 
Protection Bureau, 1700 G Street NW, 
Washington, DC 20552. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 
Public Law 111–203, title X, sections 

1022 and 1024, codified at 12 U.S.C. 
5512 and 5514. 

PURPOSE(S) OF THE SYSTEM: 
The purposes of the Nonbank Registry 

are: (1) To effectively monitor and 
understand financial markets related to 
nonbanks or nonbank institutions; (2) 
To monitor for risks to consumers in the 
offering or provision of consumer 
financial products or services; (3) To 
facilitate the CFPB’s risk-based nonbank 
supervision program; (4) To ensure that 
registered nonbanks subject to the 

CFPB’s supervisory authority are 
legitimate entities and are able to 
perform their obligations to consumers, 
including their obligations under 
Federal consumer financial law; and (5) 
To maintain a central public registry of 
information on nonbanks to facilitate 
public awareness and oversight. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

The CFPB collects and maintains 
information on the following 
individuals: 

• Authorized representatives acting 
on behalf of nonbanks who are 
authorized to submit information to the 
Nonbank Registry portal; 

• Attesting executives; 
• Individuals (e.g., consenting party, 

defendant) listed or included in a 
covered order and related public 
records, such as court or agency 
documents, or other documents 
provided to the registry; 

• Individuals, including authorized 
representatives who submit a question 
via the Nonbank Registry portal about 
related regulations or that require 
technical assistance with the Nonbank 
Registry; and 

• CFPB staff assigned to maintain the 
Nonbank Registry, including system 
developers, system administrators, and 
similar system stakeholders who 
support the Nonbank Registry and 
program operations. 

CATEGORIES OF RECORDS IN THE SYSTEM: 
Categories of records maintained in 

this Nonbank Registry include: 
• Full names and business contact 

information (e.g., business title, email 
address, and phone number) for 
authorized representatives and attesting 
executives provided during the 
registration process; 

• Information related to individuals 
associated with nonbanks found in 
submitted documents, such as covered 
orders and related public records, such 
as court or agency documents, or other 
documents provided to the Nonbank 
Registry; 

• Annual written statements signed 
by an attesting executive (or executives) 
and notification/confirmation of non- 
registration; 

• Names and contact information 
(e.g., phone number, email address) of 
individuals, along with question 
submitted about related regulations or 
that require technical assistance with 
the Nonbank Registry; and 

• Access records to CFPB computers 
and networks (e.g., external facing 
portals) containing usernames and 
passwords and first and last names of 
CFPB staff and external users authorized 
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to access the Nonbank Registry, and 
other audit-related information, such as 
date and time stamps of submissions via 
the Nonbank Registry portal, and 
information regarding reconciliation or 
correction of errors. 

RECORD SOURCE CATEGORIES: 
The information in the Nonbank 

Registry system of records is collected 
directly from covered nonbanks and the 
authorized representatives and 
executives acting on behalf of the 
covered nonbanks; CFPB staff; and from 
individuals that submit questions via 
the Nonbank Registry portal about 
related regulations or that require 
technical assistance. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

In addition to those disclosures 
generally permitted under 5 U.S.C. 
552a(b) of the Privacy Act, and 
consistent with the CFPB’s Disclosure of 
Records and Information Rules, 
promulgated at 12 CFR part 1070, all or 
a portion of the records or information 
contained in this system may be 
disclosed outside the CFPB as a routine 
use to: 

(1) Appropriate agencies, entities, and 
persons when (a) the Bureau suspects or 
has confirmed that there has been a 
breach of the system of records; (b) the 
Bureau has determined that as a result 
of the suspected or confirmed breach 
there is a risk of harm to individuals, 
the Bureau (including its information 
systems, programs, and operations), the 
Federal Government, or national 
security; and (c) the disclosure made to 
such agencies, entities, and persons is 
reasonably necessary to assist in 
connection with the Bureau’s efforts to 
respond to the suspected or confirmed 
breach or to prevent, minimize, or 
remedy such harm. 

(2) Another Federal agency or entity, 
when the Bureau determines that 
information from this system of records 
is reasonably necessary to assist the 
recipient agency or entity in (a) 
responding to a suspected or confirmed 
breach or (b) preventing, minimizing, or 
remedying the risk of harm to 
individuals, the recipient agency or 
entity (including its information 
systems, programs, and operations), the 
Federal government, or national 
security, resulting from a suspected or 
confirmed breach. 

(3) Another Federal or State agency to 
(a) permit a decision as to access, 
amendment, or correction of records to 
be made in consultation with or by that 
agency, or (b) verify the identity of an 
individual or the accuracy of 

information submitted by an individual 
who has requested access to or 
amendment or correction of records. 

(4) The Executive Office of the 
President in response to an inquiry from 
that office made at the request of the 
subject of a record or a third party on 
that person’s behalf. 

(5) Congressional offices in response 
to an inquiry made at the request of the 
individual to whom the record pertains. 

(6) Contractors, agents, or other 
authorized individuals performing work 
on a contract, service, cooperative 
agreement, job, or other activity on 
behalf of the Bureau or the U.S. 
Government and who have a need to 
access the information in the 
performance of their mission, including 
duties or activities. 

(7) The Department of Justice (DOJ) 
for its use in providing legal advice to 
the Bureau or in representing the 
Bureau in a proceeding before a court, 
adjudicative body, or other 
administrative body, where the use of 
such information by the DOJ is deemed 
by the Bureau to be relevant and 
necessary to the advice or proceeding, 
and such proceeding names as a party 
in interest: 

(a) The CFPB; 
(b) Any employee of the Bureau in 

their official capacity; 
(c) Any employee of the Bureau in 

their individual capacity where DOJ has 
agreed to represent the employee; or 

(d) The United States, where the 
CFPB determines that litigation is likely 
to affect the Bureau or any of its 
components. 

(8) Appropriate Federal, State, local, 
foreign, Tribal, or self-regulatory 
organizations or agencies responsible for 
investigating, prosecuting, enforcing, 
implementing, issuing, or carrying out a 
statute, rule, regulation, order, policy, or 
license if the information may be 
relevant to a potential violation of civil 
or criminal law, rule, regulation, order, 
policy, or license. 

(9) To the National Archives and 
Records Administration (NARA) or 
other Federal Government agencies 
pursuant to records management 
inspections being conducted under the 
authority of 44 U.S.C. 2904 and 2906. 

(10) A grand jury pursuant either to a 
Federal or State grand jury subpoena, or 
to a prosecution request that such 
record be released for the purpose of its 
introduction to a grand jury, where the 
subpoena or request has been 
specifically approved by a court. In 
those cases where the Federal 
Government is not a party to the 
proceeding, records may be disclosed if 
a subpoena has been signed by a judge. 

(11) A court, magistrate, or 
administrative tribunal in the course of 
an administrative proceeding or judicial 
proceeding, including disclosures to 
opposing counsel or witnesses 
(including expert witnesses) in the 
course of discovery or other pre-hearing 
exchanges of information, litigation, or 
settlement negotiations, where relevant 
or potentially relevant to a proceeding, 
or in connection with criminal law 
proceedings. 

(12) To members of the public as is in 
the public interest in accordance with 
12 CFR part 1092. Such disclosure 
would be limited to the names and titles 
of attesting executives and individuals 
listed or included in a covered order 
and related public records, such as court 
or agency documents, or other 
documents provided to the registry. 

POLICIES AND PRACTICES FOR STORAGE OF 
RECORDS: 

The records are maintained in 
electronic media. 

POLICIES AND PRACTICES FOR RETRIEVAL OF 
RECORDS: 

Records maintained in this system of 
records are retrievable using a personal 
identifier, including an individual’s 
name. 

POLICIES AND PRACTICES FOR RETENTION AND 
DISPOSAL OF RECORDS: 

The records contained within the 
Nonbank Registry system of records are 
considered unscheduled and will be 
maintained as permanent until there is 
an approved records schedule for the 
Nonbank Registry. 

ADMINISTRATIVE, TECHNICAL, AND PHYSICAL 
SAFEGUARDS: 

External access to the Nonbank 
Registry via the portal for nonbank user 
accounts is limited to the nonbank that 
created the account with the CFPB. 
Nonbanks will login with a username 
and password using multi-factor 
authentication. Internal access to 
electronic records is restricted to 
authorized CFPB staff based on role- 
based access controls using multi-factor 
authentication. 

RECORD ACCESS PROCEDURES: 
Individuals seeking access to any 

record contained in this system of 
records may inquire in writing in 
accordance with instructions in 12 CFR 
1070.50 et seq. Address such requests 
to: Chief Privacy Officer, Consumer 
Financial Protection Bureau, 1700 G 
Street NW, Washington, DC 20552. 
Instructions are also provided on the 
Bureau website: https://
www.consumerfinance.gov/foia- 
requests/submit-request/. 
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CONTESTING RECORD PROCEDURES: 

Individuals seeking to contest the 
content of any record contained in this 
system of records may inquire in writing 
in accordance with instructions in 12 
CFR 1070.50 et seq. Address such 
requests to: Chief Privacy Officer, 
Consumer Financial Protection Bureau, 
1700 G Street NW, Washington, DC 
20552. Instructions are also provided on 
the Bureau website: https://
www.consumerfinance.gov/privacy/ 
amending-and-correcting-records-
under-privacy-act/. 

NOTIFICATION PROCEDURES: 

See ‘‘Record Access Procedures’’ 
above. 

EXEMPTIONS PROMULGATED FOR THE SYSTEM: 

None. 

HISTORY: 

This is a new system of records. 

Kathryn Fong, 
Chief Privacy Officer, Consumer Financial 
Protection Bureau. 
[FR Doc. 2024–16245 Filed 7–23–24; 8:45 am] 

BILLING CODE 4810–AM–P 

DEPARTMENT OF DEFENSE 

Office of the Secretary 

[Docket ID: DoD–2024–OS–0074] 

Information Request on Financing 
Support for Covered Technology 
Categories—Specific to Lenders 

AGENCY: Office of Strategic Capital 
(OSC), Office of the Under Secretary of 
Defense for Research and Engineering, 
Department of Defense (DoD). 
ACTION: Notice; request for information 
(RFI). 

SUMMARY: The OSC is seeking 
information from lenders and other 
private credit investors regarding capital 
needs for industries related to the 
Covered Technology Categories to 
inform the design and implementation 
of the DoD Loan Program Office. 
DATES: Comments must be received by 
October 22, 2024. Written comments in 
response to this RFI should be 
submitted in accordance with the 
instructions in the ADDRESSES and 
SUPPLEMENTARY INFORMATION sections in 
this notice. 
ADDRESSES: Interested parties may 
submit comments on this transaction 
electronically on www.regulations.gov. 
To submit a comment, enter 
‘‘Information Request on Financing 
Support for Covered Technology 
Categories—Specific to Lenders’’ under 

the heading ‘‘Enter Keyword or ID’’ and 
select Search. You can also search by 
the Docket ID, DoD–2024–OS–0074. 
Follow the instructions provided at the 
‘Submit a Comment’ screen. 

Comments can also be sent by mail to 
Department of Defense, Office of the 
Assistant to the Secretary of Defense for 
Privacy, Civil Liberties, and 
Transparency, 4800 Mark Center Drive, 
Mailbox #24, Suite 08D09, Alexandria, 
VA 22350–1700. 

Please include your name, company 
name (if any) and ‘‘Information Request 
on Financing Support for Covered 
Technology Categories’’ on any attached 
document. 

Comments sent by any other method, 
to any other address or individual, or 
received after the end of the comment 
period, may not be considered. 
FOR FURTHER INFORMATION CONTACT: For 
questions about this notice, please 
contact David Vidal, Office of Strategic 
Capital Director of Credit Programs, at 
Federal.Register.Notice@osc.mil. Tel. 
No. 703–545–1903. Please direct media 
inquiries to the OSC Press Team at 
engagements@osc.mil. 
SUPPLEMENTARY INFORMATION: 

Background 

In December 2022, the Secretary of 
Defense established OSC to attract and 
scale private capital to technologies 
critical to the national security of the 
United States. Furthermore, in 2024, 
Congress authorized OSC as part of the 
National Defense Authorization Act 
(NDAA) for Fiscal Year 2024. The 
NDAA states that OSC shall: 

(a) develop, integrate, and implement 
capital investment strategies proven in 
the commercial sector to shape and 
scale investment in critical technologies 
and assets; 

(b) identify and prioritize promising 
critical technologies and assets that 
require capital assistance and have the 
potential to benefit the DoD; and 

(c) make eligible investments in such 
technologies and assets, such as supply 
chain technologies not always 
supported through direct investment. 

Covered Technology Categories 

The NDAA designates the following 
31 categories as a ‘‘Covered Technology 
Category.’’ 
• Advanced bulk materials (including 

dielectrics, alloys, polymers, and 
composites) 

• Advanced manufacturing (including 
upgrades for increasing the efficiency 
or quality of existing production 
processes or for enabling 
commercialization of new 
technologies) 

• Autonomous mobile robots 
• Battery storage (including lithium ion, 

advanced lead acid, and alternate 
batteries, as well as fuel cells) 

• Biochemicals 
• Bioenergetics 
• Biomass (including conversion-ready 

feedstock) 
• Cybersecurity 
• Data fabric (including integration 

across disparate domains) 
• Decision science (including ensemble 

learning methods for portfolio 
optimization) 

• Edge computing 
• External communication 
• Hydrogen generation and storage 
• Mesh networks (including off-grid 

communications) 
• Microelectronics assembly, testing, or 

packaging 
• Microelectronics design and 

development 
• Microelectronics fabrication 
• Microelectronics manufacturing 

equipment 
• Microelectronics materials 
• Nanomaterials and metamaterials 
• Open RAN 
• Optical communications (including 

free space and optical fiber) 
• Sensor hardware 
• Solar (including power system and 

management components) 
• Space launch 
• Spacecraft 
• Space-enabled services and 

equipment (including in-space 
operations and associated ground 
equipment) 

• Synthetic biology 
• Quantum computing 
• Quantum security 
• Quantum sensing 

The NDAA authorizes OSC to provide 
capital assistance, defined as a ‘‘loan, 
loan guarantee, or technical assistance’’ 
for eligible investments. Eligible 
investments are those made in a 
technology that is (a) in a Covered 
Technology Category and (b) not solely 
utilized in defense applications. OSC is 
seeking public comment on the capital 
needs of industries and assets related to 
the Covered Technology Categories to 
inform the design of DoD Loan Program. 

Specific Requests for Information 

The following statements and 
questions cover the major topic areas for 
which OSC seeks comment. They are 
not intended to limit the topics that may 
be addressed. Responses may include 
any topic believed to inform the U.S. 
Government’s efforts in developing 
recommendations for supporting the 
design of the DoD Loan Program, 
regardless of whether the topic is 
included in this document. 
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