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(§ 43.15(b)(3)). Additionally, a sponsor 
must retain the disclosures required in 
§§ 43.15(a) and (b) in its records and 
must provide the disclosure upon 
request to the Commission and the 
sponsor’s appropriate Federal banking 
agency, if any, until three years after all 
ABS interests are no longer outstanding 
(§ 43.15(d)). 

Sections 43.16, 43.17 and 43.18 each 
require that: the depositor of the asset- 
backed security certify that it has 
evaluated the effectiveness of its 
internal supervisory controls and 
concluded that its internal supervisory 
controls are effective (§§ 43.16(a)(8)(i), 
43.17(a)(10)(i), and 43.18(a)(8)(i)); the 
sponsor is required to provide a copy of 
the certification to potential investors 
prior to the sale of asset-backed 
securities in the issuing entity 
(§§ 43.16(a)(8)(iii), 43.17(a)(10)(iii), and 
43.18(a)(8)(iii)); and the sponsor must 
promptly notify the holders of the asset- 
backed securities of any loan included 
in the transaction that is required to be 
cured or repurchased by the sponsor, 
including the principal amount of such 
loan and the cause for such cure or 
repurchase (§§ 43.16(b)(3), 43.17(b)(3), 
and 43.18(b)(3)). Additionally, a sponsor 
must retain the disclosures required in 
§§ 43.16(a)(8), 43.17(a)(10) and 
43.18(a)(8) in its records and must 
provide the disclosure upon request to 
the Commission and the sponsor’s 
appropriate Federal banking agency, if 
any, until three years after all ABS 
interests are no longer outstanding 
(§ 43.15(d)). 

Type of Review: Regular. 
Affected Public: Businesses or other 

for-profit. 
Estimated Frequency of Response: On 

occasion. 

Estimated Number of Respondents: 
35. 

Estimated Total Annual Burden: 
2,835 hours. 

Comments: On May 20, 2024, the OCC 
published a 60-day notice for this 
information collection, (89 FR 43976). 
No comments were received. 

Comments continue to be invited on: 
(a) Whether the collection of 

information is necessary for the proper 
performance of the functions of the 
OCC, including whether the information 
has practical utility; 

(b) The accuracy of the OCC’s 
estimate of the burden of the collection 
of information; 

(c) Ways to enhance the quality, 
utility, and clarity of the information to 
be collected; 

(d) Ways to minimize the burden of 
the collection on respondents, including 
through the use of automated collection 
techniques or other forms of information 
technology; and 

(e) Estimates of capital or start-up 
costs and costs of operation, 
maintenance, and purchase of services 
to provide information. 

Patrick T. Tierney, 
Assistant Director, Office of the Comptroller 
of the Currency. 
[FR Doc. 2024–16364 Filed 7–24–24; 8:45 am] 

BILLING CODE 4810–33–P 

DEPARTMENT OF THE TREASURY 

Office of Foreign Assets Control 

Notice of OFAC Sanctions Action 

AGENCY: Office of Foreign Assets 
Control, Treasury. 
ACTION: Notice. 

SUMMARY: The U.S. Department of the 
Treasury’s Office of Foreign Assets 
Control (OFAC) is publishing the names 
of two individuals that have been 
placed on OFAC’s Specially Designated 
Nationals and Blocked Persons List 
based on OFAC’s determination that one 
or more applicable legal criteria were 
satisfied. All property and interests in 
property subject to U.S. jurisdiction of 
these individuals are blocked, and U.S. 
persons are generally prohibited from 
engaging in transactions with them. 

DATES: See SUPPLEMENTARY INFORMATION 
section for applicable date(s). 

FOR FURTHER INFORMATION CONTACT: 
OFAC: Bradley T. Smith, Director, tel.: 
202–622–2490; Associate Director for 
Global Targeting, tel.: 202–622–2420; 
Assistant Director for Licensing, tel.: 
202–622–2480; Assistant Director for 
Regulatory Affairs, tel.: 202–622–4855; 
or the Assistant Director for 
Compliance, tel.: 202–622–2490. 

SUPPLEMENTARY INFORMATION: 

Electronic Availability 

The Specially Designated Nationals 
and Blocked Persons List and additional 
information concerning OFAC sanctions 
programs are available on OFAC’s 
website (https://ofac.treasury.gov/). 

Notice of OFAC Action 

On July 19, 2024, OFAC determined 
that the property and interests in 
property subject to U.S. jurisdiction of 
the following individuals are blocked 
under the relevant sanctions authorities 
listed below. 
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Dated: July 19, 2024. 

Bradley T. Smith, 
Director, Office of Foreign Assets Control, 
U.S. Department of the Treasury. 
[FR Doc. 2024–16343 Filed 7–24–24; 8:45 am] 

BILLING CODE 4810–AL–C 

DEPARTMENT OF VETERANS 
AFFAIRS 

Advisory Committee on Former 
Prisoners of War, Notice of Meeting 

The Department of Veterans Affairs 
(VA) gives notice under the Federal 
Advisory Committee Act, 5 U.S.C. ch. 

10., that the Advisory Committee on 
Former Prisoners of War (Committee) 
will conduct a hybrid meeting (in- 
person and virtual) on August 28–29, 
2024 at the VA Central Office, 810 
Vermont Avenue, Sonny Montgomery 
Conference Room 230, Washington, DC 
20420. Public participation will 
commence as follows: 

Date Time Location Open session 

August 28, 2024 ...................... 8:00 a.m.–4:00 p.m. Eastern 
Standard Time (EST).

VA Central Office, 810 Vermont Ave./Webex Link and Call-in 
Information Below.

Yes. 

August 29, 2024 ...................... 9:00 a.m.–5:00 p.m. (EST) ..... VA Central Office, 810 Vermont Ave./Webex Link and Call-in 
Information Below.

Yes. 

The meeting sessions are open to the 
public. 

The purpose of the Committee is to 
advise the Secretary of Veterans Affairs 
on the administration of benefits under 

title 38 U.S.C., for Veterans who are 
former prisoners of war (FPOW), and 
the needs of these Veterans, in the areas 
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Individuals 

1. DEGTYARENKO, Denis Olegovich (Cyrillic: ,n;ErT51PEHKO, ,n;eHHC OJieroBH~) (a.k.a. 
"Dena"), 130 Lenina Avenue, Novy Gorod microdistrict, Orsk, Orenburg Region, Russia; 
DOB 09 Oct 1989; nationality Russia; citizen Russia; Gender Male; Passport 
5309876581 (Russia) (individual) [CYBER2]. 

Designated pursuant to section l(a)(ii)(A) of Executive Order 13694 of April 1, 2015, 
"Blocking the Property of Certain Persons Engaging in Significant Malicious Cyber
Enabled Activities," 80 FR 18077, 3 CFR, 2015 Comp., p. 297, as amended by Executive 
Order 13757 of December 28, 2016, "Taking Additional Steps to Address the National 
Emergency With Respect to Significant Malicious Cyber-Enabled Activities," 82 FR 1, 3 
CFR., 2016 Comp., p. 659 ("E.O. 13694, as amended") for being responsible for or 
complicit in, or to have engaged in, directly or indirectly, cyber-enabled activities 
originating from, or directed by persons located, in whole or in substantial part, outside 
the United States that are reasonably likely to result in, or have materially contributed to, 
a significant threat to the national security, foreign policy, or economic health or financial 
stability of the United States and that have the purpose or effect of harming, or otherwise 
significant compromising the provision of services by, a computer or network of 
computers that support one or more entities in a critical infrastructure sector. 

2. PANKRATOVA, Yuliya Vladimirovna (Cyrillic: IIAHKPATOBA, IOJIIDI 

BJia,n;HMHpOBHa) ( a.k.a. "Y AROSLA VA, Yulina"; a.k.a. "YUliYA"; a.k.a. 
"ZHURALEVA, Yulina Vladimirovna"), Russia; DOB 06 Apr 1984; nationality Russia; 
citizen Russia; Gender Female (individual) [CYBER2].Designated pursuant to section 
l(a)(ii)(A) ofE.O. 13694, as amended for being responsible for or complicit in, or to 
have engaged in, directly or indirectly, cyber-enabled activities originating from, or 
directed by persons located, in whole or in substantial part, outside the United States that 
are reasonably likely to result in, or have materially contributed to, a significant threat to 
the national security, foreign policy, or economic health or financial stability of the 
United States and that have the purpose or effect of harming, or otherwise significant 
compromising the provision of services by, a computer or network of computers that 
support one or more entities in a critical infrastructure sector. 
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