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Subpart B—E-Gov Travel Service and 
Travel Management Service 

■ 22. Revise § 301–73.100 to read as 
follows: 

§ 301–73.100 Are agencies and their 
employees required to use the ETS? 

Yes, unless you have an exception to 
the use of the ETS (see § 301–50.4 of the 
chapter and §§ 301–73.102 and 301– 
73.104), agencies and employees must 
use the ETS for all temporary duty 
travel. The Department of Defense, the 
legislative branch, and the Government 
of the District of Columbia are not 
subject to this requirement. 

§ 301–73.101 [Removed and Reserved] 

■ 23. Remove and reserve § 301–73.101. 
■ 24. Revise § 301–73.102 to read as 
follows: 

§ 301–73.102 May we grant a traveler an 
exception from required use of TMS or 
ETS? 

(a) Yes, your agency head or their 
designee may grant an individual case 
by case exception to required use of 
your agency’s TMS or to required use of 
ETS, but only when travel meets one of 
the following conditions: 

(1) Such use would result in an 
unreasonable burden on mission 
accomplishment (e.g., emergency travel 
is involved and TMS or ETS is not 
accessible; the traveler is performing 
invitational travel; or the traveler has 
special needs or requires disability 
accommodations in accordance with 
part 301–13 of this chapter). 

(2) Such use would compromise a 
national security interest. 

(3) Such use might endanger the 
traveler’s life (e.g., the individual is 
traveling under the Federal witness 
protection program, or is a threatened 
law enforcement or investigative officer 
traveling under part 301–31 of this 
chapter). 

(4) Such use is prevented due to 
extenuating circumstances (see § 301– 
50.6 of this chapter). 

(b) Any exception granted must be 
consistent with any contractual terms 
applicable to your TMS or ETS, and 
must not cause a breach of contract 
terms. 
■ 25. Revise § 301–73.103 to read as 
follows: 

§ 301–73.103 What must we do when we 
approve an exception to the use of the 
ETS? 

The head of your agency or their 
designee must approve an exception to 
the use of the ETS under § 301–50.4 of 
this chapter or § 301–73.102 in writing 
or through electronic means. 

■ 26. Amend § 301–73.104 by— 
■ a. Removing from the section heading 
the words ‘‘E-Gov Travel Service’’ and 
adding in their place ‘‘ETS’’; and 
■ b. Revising paragraphs (a)(1), (2), and 
(4), (b), and (c). 

The revisions read as follows: 

§ 301–73.104 May further exceptions to the 
required use of the ETS be approved? 

(a) * * * 
(1) The agency has presented a 

business case analysis to the General 
Services Administration that proves that 
it has an alternative TMS to the ETS that 
is in the best interest of the Government 
and the taxpayer (i.e., the agency has 
evaluated the economic and service 
values offered by the ETS contractor(s) 
compared to those offered by the 
agency’s current or proposed TMS and 
has determined that the agency’s current 
or proposed TMS is a better value); 

(2) The agency has security, secrecy, 
or protection of information issues that 
cannot be mitigated through security 
provided by the ETS contractor(s); 
* * * * * 

(4) The agency has critical and unique 
technology or business requirements 
that cannot be accommodated by the 
ETS contractor(s) at all or at an 
acceptable and reasonable price (e.g., 
majority of travel is group-travel). 

(b) As a condition of receiving an 
exception, the agency must agree to 
conduct annual business case reviews of 
its TMS and must provide to the ETS 
Program Management Office (PMO) data 
elements required by the ETS PMO in 
a format prescribed by the ETS PMO. 

(c) Requests for exceptions should be 
addressed to the Administrator of 
General Services and sent to 
travelpolicy@gsa.gov with full 
justification and/or analysis addressing 
paragraphs (a)(1) through (4) of this 
section. 
■ 27. Revise § 301–73.105 to read as 
follows: 

§ 301–73.105 What are the consequences 
of an employee not using the ETS or TMS? 

If an employee does not use the ETS 
(or your agency’s designated TMS where 
an exception to ETS applies), the 
employee is responsible for any 
additional costs (see § 301–50.5 of this 
chapter) resulting from the failure to use 
the ETS or your TMS. In addition, you 
may take appropriate disciplinary 
actions. 
■ 28. Amend § 301–73.106 by— 
■ a. Designating the note to § 301– 
73.106 as note 1 to § 301–73.106; and 
■ b. Revising newly designated note 1 to 
§ 301–73.106. 

The revision reads as follows: 

§ 301–73.106 What are the basic services 
that should be covered by a TMS? 

* * * * * 
Note 1 to § 301–73.106: The ETS fulfills the 

basic services of a TMS. 

[FR Doc. 2024–21467 Filed 9–19–24; 8:45 am] 

BILLING CODE P 

FEDERAL COMMUNICATIONS 
COMMISSION 

47 CFR Part 54 

[WC Docket No. 23–234; FCC 24–63] 

Schools and Libraries Cybersecurity 
Pilot Program 

AGENCY: Federal Communications 
Commission. 
ACTION: Final rule; announcement of 
effective date. 

SUMMARY: In this document, the Federal 
Communications Commission 
(Commission) announces that the Office 
of Management and Budget (OMB) has 
approved, for a period of three years, an 
information collection associated with 
the rules for the Schools and Libraries 
Cybersecurity Pilot Program contained 
in the Commission’s Schools and 
Libraries Cybersecurity Pilot Program 
Report and Order, WC Docket No. 23– 
234; FCC 24–63. This document is 
consistent with the Schools and 
Libraries Cybersecurity Pilot Program 
Report and Order, which stated that the 
Commission would publish a document 
in the Federal Register announcing the 
effective date of the new information 
collection requirements. 
DATES: The amendments to §§ 54.2004, 
54.2005, 54.2006 and 54.2008 published 
at 89 FR 61282, July 30, 2024 are 
effective September 20, 2024. 
FOR FURTHER INFORMATION CONTACT: 
Kristin Berkland Kristin.Berkland@
fcc.gov, in the Telecommunications 
Access Policy Division, Wireline 
Competition Bureau, (202) 418–7400 or 
TTY (202) 418–0484. For additional 
information concerning the Paperwork 
Reduction Act information collection 
requirements contact Nicole Ongele at 
(202) 418–2991 or via email: 
Nicole.Ongele@fcc.gov. 
SUPPLEMENTARY INFORMATION: The 
Commission submitted revised 
information collection requirements for 
review and approval by OMB, as 
required by the Paperwork Reduction 
Act (PRA) of 1995, on August 14, 2024, 
which were approved by OMB on 
September 13, 2024. The information 
collection requirements are contained in 
the Commission’s Schools and Libraries 
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Cybersecurity Pilot Program Report and 
Order, WC Docket No. 23–234; FCC 24– 
63 published at 89 FR 61282, July 30, 
2024. The OMB Control Number is 
3060–1323. If you have any comments 
on the burden estimates listed in the 
following, or how the Commission can 
improve the collections and reduce any 
burdens caused thereby, please contact 
Nicole Ongele, Federal Communications 
Commission, Room 3.310, 45 L Street 
NE, Washington, DC 20554. Please 
include the OMB Control Number, 
3060–1323, in your correspondence. 
The Commission will also accept your 
comments via email at PRA@fcc.gov. 

To request materials in accessible 
formats for people with disabilities 
(Braille, large print, electronic files, 
audio format), send an email to fcc504@
fcc.gov or call the Consumer and 
Governmental Affairs Bureau at (202) 
418–0530 (voice), (202) 418–0432 
(TTY). 

Synopsis 

As required by the Paperwork 
Reduction Act of 1995 (44 U.S.C. 3507), 
the Commission is notifying the public 
that it received OMB approval on 
September 13, 2024, for the information 
collection requirements contained in 47 
CFR 54.2004, 54.2005, 54.2006 and 
54.2008 published at 89 FR 61282, July 
30, 2024. 

Under 5 CFR part 1320, an agency 
may not conduct or sponsor a collection 
of information unless it displays a 
current, valid OMB Control Number. 

No person shall be subject to any 
penalty for failing to comply with a 
collection of information subject to the 
Paperwork Reduction Act that does not 
display a current, valid OMB Control 
Number. 

The foregoing notification is required 
by the Paperwork Reduction Act of 
1995, Public Law 104–13, October 1, 
1995, and 44 U.S.C. 3507. 

The total annual reporting burdens 
and costs for the respondents are as 
follows: 

OMB Control Number: 3060–1323. 
OMB Approval Date: September 13, 

2024. 
OMB Expiration Date: September 30, 

2027. 
Title: Schools and Libraries 

Cybersecurity Pilot Program. 
Form Number: FCC Forms 470, 471, 

472, 474—Cybersecurity, 484 and 488— 
Cybersecurity. 

Type of Review: New information 
collection. 

Respondents: State, local or tribal 
government institutions, and other not- 
for-profit institutions. 

Number of Respondents and 
Responses: 23,000 respondents; 201,100 
responses. 

Estimated Time per Response: 4 hours 
for FCC Form 470—Cybersecurity, 5 
hours for FCC Form 471—Cybersecurity, 
1.75 hours for FCC Forms 472/474— 
Cybersecurity, 15 hours for FCC Form 
484, and 1 hour for FCC Form 488— 
Cybersecurity. 

Frequency of Response: On occasion 
and annual reporting requirements, and 
recordkeeping requirements. 

Obligation to Respond: Required to 
obtain or retain benefits. Statutory 
authority for this information collection 
is contained in sections 1–4, 201–202, 
254, 303(r), and 403 of the 
Communications Act, 47 U.S.C. 151– 
154, 201–202, 254, 303(r), and 403. 

Total Annual Burden: 743,900 hours. 
Total Annual Cost: No cost. 
Needs and Uses: The information 

collected is designed to obtain 
information from applicants and service 
providers that will be used by the 
Commission and/or USAC to evaluate 
the applications and select participants 
to receive funding under the 
Cybersecurity Pilot Program, make 
funding determinations and disburse 
funding in compliance with applicable 
federal laws for payments made through 
the Pilot program. 

The Commission will begin accepting 
applications to participate in the 
Cybersecurity Pilot Program after 
publication of its Report and Order and 
notice of OMB approval of the 
Cybersecurity Pilot Program information 
collection in the Federal Register. 

On June 11, 2024, the Commission 
adopted the Schools and Libraries 
Cybersecurity Pilot Program Report and 
Order in WC Docket No. 23–234, 89 FR 
61282, July 30, 2024. The Commission 
adopted a three-year pilot program 
within the Universal Service Fund to 
provide up to $200 million available to 
support cybersecurity and advanced 
firewall services for eligible schools and 
libraries. Accordingly, the Commission 
adopted and added subpart T to part 54 
of its rules. 

Federal Communications Commission. 

Marlene Dortch, 
Secretary, Office of the Secretary. 
[FR Doc. 2024–21466 Filed 9–19–24; 8:45 am] 

BILLING CODE 6712–01–P 

DEPARTMENT OF COMMERCE 

National Oceanic and Atmospheric 
Administration 

50 CFR Part 635 

[Docket No. 240916–0238] 

RIN 0648–BN13 

Atlantic Highly Migratory Species; 
Adjustments to the 2024 North Atlantic 
Albacore Tuna, North and South 
Atlantic Swordfish, and Atlantic 
Bluefin Tuna Reserve Category Quotas 

AGENCY: National Marine Fisheries 
Service (NMFS), National Oceanic and 
Atmospheric Administration (NOAA), 
Commerce. 
ACTION: Final rule; temporary quota 
adjustment. 

SUMMARY: NMFS modifies the baseline 
annual U.S. North Atlantic albacore 
tuna (northern albacore) quota, effective 
until changed, in accordance with the 
baseline quota adjustment process. 
NMFS also adjusts the 2024 baseline 
quotas for U.S. North Atlantic albacore 
tuna (northern albacore), North and 
South Atlantic swordfish, and the 
Atlantic bluefin tuna Reserve category 
based on the 2023 underharvest and 
applicable international quota transfer. 
These temporary adjustments are 
effective through December 31, 2024. 
Full annual baseline allocations will be 
available to U.S. harvesters starting 
January 1, 2025. These actions are 
necessary to implement 
recommendations of the International 
Commission for the Conservation of 
Atlantic Tunas (ICCAT) as required by 
the Atlantic Tunas Convention Act 
(ATCA), and to achieve domestic 
management objectives under the 
Magnuson-Stevens Fishery 
Conservation and Management Act 
(Magnuson-Stevens Act). 
DATES: The final rule is effective 
September 20, 2024. The temporary 
quota adjustments are effective 
September 20, 2024, through December 
31, 2024. 
ADDRESSES: Supporting documents, 
including environmental assessments 
and environmental impact statements, 
as well as the 2006 Consolidated 
Atlantic HMS Fishery Management Plan 
(FMP) and its amendments, may be 
downloaded from the Highly Migratory 
Species (HMS) website at https://
www.fisheries.noaa.gov/topic/atlantic- 
highly-migratory-species. These 
documents also are available upon 
request from Anna Quintrell or Steve 
Durkee at the email addresses and 
telephone numbers below. 
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