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moment now for the North Korean Govern-
ment to make a decision as to whether or 
not they’re going to verify what they said they 
would do. It’s one thing to say it, but I think 
it’s going to be very important for them to 
understand that we expect them to show us. 

Now, there’s no question the cooling tower 
went down; that’s perfect verification; every-
body saw it. But there’s going to be—need 
to be verification on the plutonium program, 
the enriched uranium program and the pro-
liferation program. And the decision is theirs. 
And if they make the decisions that we’re 
comfortable with, then we move the process 
forward. And I certainly hope they make the 
right decision. 

Mr. Yang. Thank you, Mr. President. 
The President. Yes. I’m looking forward 

to going to Beijing. 
Mr. Yang. Good wishes to you for a very 

pleasant visit to Beijing. 
The President. I bet I have one. Thank 

you, sir. 
Mr. Yang. Thank you very much. 

NOTE: The interview was taped at 2:35 p.m. in 
the Map Room at the White House for later 
broadcast. In his remarks, the President referred 
to Yao Ming, center, Houston Rockets. The tran-
script was released by the Office of the Press Sec-
retary on July 31. A tape was not available for 
verification of the content of this interview. 

Executive Order 13470—Further 
Amendments to Executive Order 
12333, United States Intelligence 
Activities 
July 30, 2008 

By the authority vested in me as President 
by the Constitution and the laws of the 
United States of America, including the In-
telligence Reform and Terrorism Prevention 
Act of 2004 (Public Law 108–458), and in 
order to update and clarify Executive Order 
13355 of August 27, 2004, Executive Order 
12333 of December 4, 1981, as amended, is 
hereby further amended as follows: 

Section 1. The Preamble to Executive 
Order 12333, as amended, is further amend-
ed by: 

(a) Striking ‘‘and’’ and inserting in lieu 
thereof a comma before the word ‘‘accurate’’, 

and inserting ‘‘, and insightful’’ after the word 
‘‘accurate’’ in the first sentence; 

(b) Striking ‘‘statutes’’ and inserting in lieu 
thereof ‘‘the laws’’ before ‘‘of the United 
States of America’’ in the third sentence; and 

(c) Striking ‘‘the’’ before ‘‘United States in-
telligence activities’’ in the third sentence. 

Sec. 2. Executive Order 12333, as amend-
ed, is further amended by striking Part 1 in 
its entirety and inserting in lieu thereof the 
following new part: 

PART 1 Goals, Directions, Duties, and Re-
sponsibilities with Respect to United States 
Intelligence Efforts 

1.1 Goals. The United States intelligence 
effort shall provide the President, the Na-
tional Security Council, and the Homeland 
Security Council with the necessary informa-
tion on which to base decisions concerning 
the development and conduct of foreign, de-
fense, and economic policies, and the protec-
tion of United States national interests from 
foreign security threats. All departments and 
agencies shall cooperate fully to fulfill this 
goal. 

(a) All means, consistent with applicable 
Federal law and this order, and with full con-
sideration of the rights of United States per-
sons, shall be used to obtain reliable intel-
ligence information to protect the United 
States and its interests. 

(b) The United States Government has a 
solemn obligation, and shall continue in the 
conduct of intelligence activities under this 
order, to protect fully the legal rights of all 
United States persons, including freedoms, 
civil liberties, and privacy rights guaranteed 
by Federal law. 

(c) Intelligence collection under this order 
should be guided by the need for information 
to respond to intelligence priorities set by the 
President. 

(d) Special emphasis should be given to 
detecting and countering: 

(1) Espionage and other threats and activi-
ties directed by foreign powers or their 
intelligence services against the United 
States and its interests; 

(2) Threats to the United States and its 
interests from terrorism; and 
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(3) Threats to the United States and its 
interests from the development, posses-
sion, proliferation, or use of weapons of 
mass destruction. 

(e) Special emphasis shall be given to the 
production of timely, accurate, and insightful 
reports, responsive to decisionmakers in the 
executive branch, that draw on all appro-
priate sources of information, including open 
source information, meet rigorous analytic 
standards, consider diverse analytic view-
points, and accurately represent appropriate 
alternative views. 

(f) State, local, and tribal governments are 
critical partners in securing and defending 
the United States from terrorism and other 
threats to the United States and its interests. 
Our national intelligence effort should take 
into account the responsibilities and require-
ments of State, local, and tribal governments 
and, as appropriate, private sector entities, 
when undertaking the collection and dissemi-
nation of information and intelligence to pro-
tect the United States. 

(g) All departments and agencies have a 
responsibility to prepare and to provide intel-
ligence in a manner that allows the full and 
free exchange of information, consistent with 
applicable law and presidential guidance. 

1.2 The National Security Council. 
(a) Purpose. The National Security Council 

(NSC) shall act as the highest ranking execu-
tive branch entity that provides support to 
the President for review of, guidance for, and 
direction to the conduct of all foreign intel-
ligence, counterintelligence, and covert ac-
tion, and attendant policies and programs. 

(b) Covert Action and Other Sensitive In-
telligence Operations. The NSC shall con-
sider and submit to the President a policy 
recommendation, including all dissents, on 
each proposed covert action and conduct a 
periodic review of ongoing covert action ac-
tivities, including an evaluation of the effec-
tiveness and consistency with current na-
tional policy of such activities and consistency 
with applicable legal requirements. The NSC 
shall perform such other functions related to 
covert action as the President may direct, but 
shall not undertake the conduct of covert ac-
tions. The NSC shall also review proposals 
for other sensitive intelligence operations. 

1.3 Director of National Intelligence. Sub-
ject to the authority, direction, and control 
of the President, the Director of National In-
telligence (Director) shall serve as the head 
of the Intelligence Community, act as the 
principal adviser to the President, to the 
NSC, and to the Homeland Security Council 
for intelligence matters related to national se-
curity, and shall oversee and direct the im-
plementation of the National Intelligence 
Program and execution of the National Intel-
ligence Program budget. The Director will 
lead a unified, coordinated, and effective in-
telligence effort. In addition, the Director 
shall, in carrying out the duties and respon-
sibilities under this section, take into account 
the views of the heads of departments con-
taining an element of the Intelligence Com-
munity and of the Director of the Central 
Intelligence Agency. 

(a) Except as otherwise directed by the 
President or prohibited by law, the Director 
shall have access to all information and intel-
ligence described in section 1.5(a) of this 
order. For the purpose of access to and shar-
ing of information and intelligence, the Di-
rector: 

(1) Is hereby assigned the function under 
section 3(5) of the Act, to determine 
that intelligence, regardless of the 
source from which derived and includ-
ing information gathered within or out-
side the United States, pertains to more 
than one United States Government 
agency; and 

(2) Shall develop guidelines for how infor-
mation or intelligence is provided to or 
accessed by the Intelligence Commu-
nity in accordance with section 1.5(a) of 
this order, and for how the information 
or intelligence may be used and shared 
by the Intelligence Community. All 
guidelines developed in accordance with 
this section shall be approved by the At-
torney General and, where applicable, 
shall be consistent with guidelines 
issued pursuant to section 1016 of the 
Intelligence Reform and Terrorism Pro-
tection Act of 2004 (Public Law 108 
458) (IRTPA). 

(b) In addition to fulfilling the obligations 
and responsibilities prescribed by the Act, 
the Director: 
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(1) Shall establish objectives, priorities, 
and guidance for the Intelligence Com-
munity to ensure timely and effective 
collection, processing, analysis, and dis-
semination of intelligence, of whatever 
nature and from whatever source de-
rived; 

(2) May designate, in consultation with af-
fected heads of departments or Intel-
ligence Community elements, one or 
more Intelligence Community elements 
to develop and to maintain services of 
common concern on behalf of the Intel-
ligence Community if the Director de-
termines such services can be more effi-
ciently or effectively accomplished in a 
consolidated manner; 

(3) Shall oversee and provide advice to the 
President and the NSC with respect to 
all ongoing and proposed covert action 
programs; 

(4) In regard to the establishment and con-
duct of intelligence arrangements and 
agreements with foreign governments 
and international organizations: 
(A) May enter into intelligence and 
counterintelligence arrangements and 
agreements with foreign governments 
and international organizations; 

(B) Shall formulate policies concerning 
intelligence and counterintelligence 
arrangements and agreements with 
foreign governments and inter-
national organizations; and 

(C) Shall align and synchronize intel-
ligence and counterintelligence for-
eign relationships among the ele-
ments of the Intelligence Community 
to further United States national se-
curity, policy, and intelligence objec-
tives; 

(5) Shall participate in the development of 
procedures approved by the Attorney 
General governing criminal drug intel-
ligence activities abroad to ensure that 
these activities are consistent with for-
eign intelligence programs; 

(6) Shall establish common security and 
access standards for managing and han-
dling intelligence systems, information, 
and products, with special emphasis on 
facilitating: 

(A) The fullest and most prompt access 
to and dissemination of information 
and intelligence practicable, assigning 
the highest priority to detecting, pre-
venting, preempting, and disrupting 
terrorist threats and activities against 
the United States, its interests, and 
allies; and 

(B) The establishment of standards for 
an interoperable information sharing 
enterprise that facilitates the sharing 
of intelligence information among 
elements of the Intelligence Commu-
nity; 

(7) Shall ensure that appropriate depart-
ments and agencies have access to intel-
ligence and receive the support needed 
to perform independent analysis; 

(8) Shall protect, and ensure that programs 
are developed to protect, intelligence 
sources, methods, and activities from 
unauthorized disclosure; 

(9) Shall, after consultation with the heads 
of affected departments and agencies, 
establish guidelines for Intelligence 
Community elements for: 
(A) Classification and declassification 
of all intelligence and intelligence-re-
lated information classified under the 
authority of the Director or the au-
thority of the head of a department 
or Intelligence Community element; 
and 

(B) Access to and dissemination of all 
intelligence and intelligence-related 
information, both in its final form and 
in the form when initially gathered, 
to include intelligence originally clas-
sified by the head of a department or 
Intelligence Community element, ex-
cept that access to and dissemination 
of information concerning United 
States persons shall be governed by 
procedures developed in accordance 
with Part 2 of this order; 

(10) May, only with respect to Intelligence 
Community elements, and after con-
sultation with the head of the originating 
Intelligence Community element or the 
head of the originating department, de-
classify, or direct the declassification of, 
information or intelligence relating to 

VerDate Aug 31 2005 20:55 Aug 04, 2008 Jkt 214250 PO 00000 Frm 00034 Fmt 1244 Sfmt 1244 E:\PRESDOCS\P30AUT4.001 P30AUT4rm
aj

et
te

 o
n 

P
R

O
D

P
C

74
 w

ith
 P

R
E

S
D

O
C

S
T



1067 Administration of George W. Bush, 2008 / July 31 

intelligence sources, methods, and ac-
tivities. The Director may only delegate 
this authority to the Principal Deputy 
Director of National Intelligence; 

(11) May establish, operate, and direct one 
or more national intelligence centers to 
address intelligence priorities; 

(12) May establish Functional Managers 
and Mission Managers, and designate 
officers or employees of the United 
States to serve in these positions. 
(A) Functional Managers shall report 
to the Director concerning the execu-
tion of their duties as Functional 
Managers, and may be charged with 
developing and implementing stra-
tegic guidance, policies, and proce-
dures for activities related to a spe-
cific intelligence discipline or set of 
intelligence activities; set training and 
tradecraft standards; and ensure co-
ordination within and across intel-
ligence disciplines and Intelligence 
Community elements and with re-
lated non-intelligence activities. 
Functional Managers may also advise 
the Director on: the management of 
resources; policies and procedures; 
collection capabilities and gaps; proc-
essing and dissemination of intel-
ligence; technical architectures; and 
other issues or activities determined 
by the Director. 
(i) The Director of the National Se-

curity Agency is designated the Func-
tional Manager for signals intel-
ligence; 
(ii) The Director of the Central In-

telligence Agency is designated the 
Functional Manager for human intel-
ligence; and 
(iii) The Director of the National 

Geospatial-Intelligence Agency is 
designated the Functional Manager 
for geospatial intelligence. 

(B) Mission Managers shall serve as 
principal substantive advisors on all or 
specified aspects of intelligence re-
lated to designated countries, regions, 
topics, or functional issues; 

(13) Shall establish uniform criteria for the 
determination of relative priorities for 
the transmission of critical foreign intel-

ligence, and advise the Secretary of De-
fense concerning the communications 
requirements of the Intelligence Com-
munity for the transmission of such 
communications; 

(14) Shall have ultimate responsibility for 
production and dissemination of intel-
ligence produced by the Intelligence 
Community and authority to levy ana-
lytic tasks on intelligence production or-
ganizations within the Intelligence 
Community, in consultation with the 
heads of the Intelligence Community 
elements concerned; 

(15) May establish advisory groups for the 
purpose of obtaining advice from within 
the Intelligence Community to carry out 
the Director’s responsibilities, to in-
clude Intelligence Community execu-
tive management committees composed 
of senior Intelligence Community lead-
ers. Advisory groups shall consist of rep-
resentatives from elements of the Intel-
ligence Community, as designated by 
the Director, or other executive branch 
departments, agencies, and offices, as 
appropriate; 

(16) Shall ensure the timely exploitation 
and dissemination of data gathered by 
national intelligence collection means, 
and ensure that the resulting intel-
ligence is disseminated immediately to 
appropriate government elements, in-
cluding military commands; 

(17) Shall determine requirements and 
priorities for, and manage and direct the 
tasking, collection, analysis, production, 
and dissemination of, national intel-
ligence by elements of the Intelligence 
Community, including approving re-
quirements for collection and analysis 
and resolving conflicts in collection re-
quirements and in the tasking of na-
tional collection assets of Intelligence 
Community elements (except when oth-
erwise directed by the President or 
when the Secretary of Defense exercises 
collection tasking authority under plans 
and arrangements approved by the Sec-
retary of Defense and the Director); 
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(18) May provide advisory tasking con-
cerning collection and analysis of infor-
mation or intelligence relevant to na-
tional intelligence or national security to 
departments, agencies, and establish-
ments of the United States Government 
that are not elements of the Intelligence 
Community; and shall establish proce-
dures, in consultation with affected 
heads of departments or agencies and 
subject to approval by the Attorney 
General, to implement this authority 
and to monitor or evaluate the respon-
siveness of United States Government 
departments, agencies, and other estab-
lishments; 

(19) Shall fulfill the responsibilities in sec-
tion 1.3(b)(17) and (18) of this order, 
consistent with applicable law and with 
full consideration of the rights of United 
States persons, whether information is 
to be collected inside or outside the 
United States; 

(20) Shall ensure, through appropriate 
policies and procedures, the 
deconfliction, coordination, and integra-
tion of all intelligence activities con-
ducted by an Intelligence Community 
element or funded by the National In-
telligence Program. In accordance with 
these policies and procedures: 
(A) The Director of the Federal Bu-
reau of Investigation shall coordinate 
the clandestine collection of foreign 
intelligence collected through human 
sources or through human-enabled 
means and counterintelligence activi-
ties inside the United States; 

(B) The Director of the Central Intel-
ligence Agency shall coordinate the 
clandestine collection of foreign intel-
ligence collected through human 
sources or through human-enabled 
means and counterintelligence activi-
ties outside the United States; 

(C) All policies and procedures for the 
coordination of counterintelligence 
activities and the clandestine collec-
tion of foreign intelligence inside the 
United States shall be subject to the 
approval of the Attorney General; and 

(D) All policies and procedures devel-
oped under this section shall be co-

ordinated with the heads of affected 
departments and Intelligence Com-
munity elements; 

(21) Shall, with the concurrence of the 
heads of affected departments and 
agencies, establish joint procedures to 
deconflict, coordinate, and synchronize 
intelligence activities conducted by an 
Intelligence Community element or 
funded by the National Intelligence 
Program, with intelligence activities, ac-
tivities that involve foreign intelligence 
and security services, or activities that 
involve the use of clandestine methods, 
conducted by other United States Gov-
ernment departments, agencies, and es-
tablishments; 

(22) Shall, in coordination with the heads 
of departments containing elements of 
the Intelligence Community, develop 
procedures to govern major system ac-
quisitions funded in whole or in majority 
part by the National Intelligence Pro-
gram; 

(23) Shall seek advice from the Secretary 
of State to ensure that the foreign policy 
implications of proposed intelligence ac-
tivities are considered, and shall ensure, 
through appropriate policies and proce-
dures, that intelligence activities are 
conducted in a manner consistent with 
the responsibilities pursuant to law and 
presidential direction of Chiefs of 
United States Missions; and 

(24) Shall facilitate the use of Intelligence 
Community products by the Congress 
in a secure manner. 

(c) The Director’s exercise of authorities 
in the Act and this order shall not abrogate 
the statutory or other responsibilities of the 
heads of departments of the United States 
Government or the Director of the Central 
Intelligence Agency. Directives issued and 
actions taken by the Director in the exercise 
of the Director’s authorities and responsibil-
ities to integrate, coordinate, and make the 
Intelligence Community more effective in 
providing intelligence related to national se-
curity shall be implemented by the elements 
of the Intelligence Community, provided 
that any department head whose department 
contains an element of the Intelligence Com-
munity and who believes that a directive or 
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action of the Director violates the require-
ments of section 1018 of the IRTPA or this 
subsection shall bring the issue to the atten-
tion of the Director, the NSC, or the Presi-
dent for resolution in a manner that respects 
and does not abrogate the statutory respon-
sibilities of the heads of the departments. 

(d) Appointments to certain positions. 
(1) The relevant department or bureau 

head shall provide recommendations 
and obtain the concurrence of the Di-
rector for the selection of: the Director 
of the National Security Agency, the Di-
rector of the National Reconnaissance 
Office, the Director of the National 
Geospatial-Intelligence Agency, the 
Under Secretary of Homeland Security 
for Intelligence and Analysis, the Assist-
ant Secretary of State for Intelligence 
and Research, the Director of the Office 
of Intelligence and Counterintelligence 
of the Department of Energy, the As-
sistant Secretary for Intelligence and 
Analysis of the Department of the 
Treasury, and the Executive Assistant 
Director for the National Security 
Branch of the Federal Bureau of Inves-
tigation. If the Director does not concur 
in the recommendation, the department 
head may not fill the vacancy or make 
the recommendation to the President, 
as the case may be. If the department 
head and the Director do not reach an 
agreement on the selection or rec-
ommendation, the Director and the de-
partment head concerned may advise 
the President directly of the Director’s 
intention to withhold concurrence. 

(2) The relevant department head shall 
consult with the Director before ap-
pointing an individual to fill a vacancy 
or recommending to the President an 
individual be nominated to fill a vacancy 
in any of the following positions: the 
Under Secretary of Defense for Intel-
ligence; the Director of the Defense In-
telligence Agency; uniformed heads of 
the intelligence elements of the Army, 
the Navy, the Air Force, and the Marine 
Corps above the rank of Major General 
or Rear Admiral; the Assistant Com-
mandant of the Coast Guard for Intel-

ligence; and the Assistant Attorney Gen-
eral for National Security. 

(e) Removal from certain positions. 
(1) Except for the Director of the Central 

Intelligence Agency, whose removal the 
Director may recommend to the Presi-
dent, the Director and the relevant de-
partment head shall consult on the re-
moval, or recommendation to the Presi-
dent for removal, as the case may be, 
of: the Director of the National Security 
Agency, the Director of the National 
Geospatial-Intelligence Agency, the Di-
rector of the Defense Intelligence 
Agency, the Under Secretary of Home-
land Security for Intelligence and Anal-
ysis, the Assistant Secretary of State for 
Intelligence and Research, and the As-
sistant Secretary for Intelligence and 
Analysis of the Department of the 
Treasury. If the Director and the de-
partment head do not agree on removal, 
or recommendation for removal, either 
may make a recommendation to the 
President for the removal of the indi-
vidual. 

(2) The Director and the relevant depart-
ment or bureau head shall consult on 
the removal of: the Executive Assistant 
Director for the National Security 
Branch of the Federal Bureau of Inves-
tigation, the Director of the Office of 
Intelligence and Counterintelligence of 
the Department of Energy, the Director 
of the National Reconnaissance Office, 
the Assistant Commandant of the Coast 
Guard for Intelligence, and the Under 
Secretary of Defense for Intelligence. 
With respect to an individual appointed 
by a department head, the department 
head may remove the individual upon 
the request of the Director; if the de-
partment head chooses not to remove 
the individual, either the Director or the 
department head may advise the Presi-
dent of the department head’s intention 
to retain the individual. In the case of 
the Under Secretary of Defense for In-
telligence, the Secretary of Defense may 
recommend to the President either the 
removal or the retention of the indi-
vidual. For uniformed heads of the in-
telligence elements of the Army, the 
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Navy, the Air Force, and the Marine 
Corps, the Director may make a rec-
ommendation for removal to the Sec-
retary of Defense. 

(3) Nothing in this subsection shall be con-
strued to limit or otherwise affect the 
authority of the President to nominate, 
appoint, assign, or terminate the ap-
pointment or assignment of any indi-
vidual, with or without a consultation, 
recommendation, or concurrence. 

1.4 The Intelligence Community. Con-
sistent with applicable Federal law and with 
the other provisions of this order, and under 
the leadership of the Director, as specified 
in such law and this order, the Intelligence 
Community shall: 

(a) Collect and provide information need-
ed by the President and, in the performance 
of executive functions, the Vice President, 
the NSC, the Homeland Security Council, 
the Chairman of the Joint Chiefs of Staff, 
senior military commanders, and other exec-
utive branch officials and, as appropriate, the 
Congress of the United States; 

(b) In accordance with priorities set by the 
President, collect information concerning, 
and conduct activities to protect against, 
international terrorism, proliferation of 
weapons of mass destruction, intelligence ac-
tivities directed against the United States, 
international criminal drug activities, and 
other hostile activities directed against the 
United States by foreign powers, organiza-
tions, persons, and their agents; 

(c) Analyze, produce, and disseminate in-
telligence; 

(d) Conduct administrative, technical, and 
other support activities within the United 
States and abroad necessary for the perform-
ance of authorized activities, to include pro-
viding services of common concern for the 
Intelligence Community as designated by the 
Director in accordance with this order; 

(e) Conduct research, development, and 
procurement of technical systems and de-
vices relating to authorized functions and 
missions or the provision of services of com-
mon concern for the Intelligence Commu-
nity; 

(f) Protect the security of intelligence re-
lated activities, information, installations, 
property, and employees by appropriate 

means, including such investigations of appli-
cants, employees, contractors, and other per-
sons with similar associations with the Intel-
ligence Community elements as are nec-
essary; 

(g) Take into account State, local, and trib-
al governments’ and, as appropriate, private 
sector entities’ information needs relating to 
national and homeland security; 

(h) Deconflict, coordinate, and integrate 
all intelligence activities and other informa-
tion gathering in accordance with section 
1.3(b)(20) of this order; and 

(i) Perform such other functions and du-
ties related to intelligence activities as 
the President may direct. 

1.5 Duties and Responsibilities of the 
Heads of Executive Branch Departments and 
Agencies. The heads of all departments and 
agencies shall: 

(a) Provide the Director access to all infor-
mation and intelligence relevant to the na-
tional security or that otherwise is required 
for the performance of the Director’s duties, 
to include administrative and other appro-
priate management information, except such 
information excluded by law, by the Presi-
dent, or by the Attorney General acting 
under this order at the direction of the Presi-
dent; 

(b) Provide all programmatic and budg-
etary information necessary to support the 
Director in developing the National Intel-
ligence Program; 

(c) Coordinate development and imple-
mentation of intelligence systems and archi-
tectures and, as appropriate, operational sys-
tems and architectures of their departments, 
agencies, and other elements with the Direc-
tor to respond to national intelligence re-
quirements and all applicable information 
sharing and security guidelines, information 
privacy, and other legal requirements; 

(d) Provide, to the maximum extent per-
mitted by law, subject to the availability of 
appropriations and not inconsistent with the 
mission of the department or agency, such 
further support to the Director as the Direc-
tor may request, after consultation with the 
head of the department or agency, for the 
performance of the Director’s functions; 

(e) Respond to advisory tasking from the 
Director under section 1.3(b)(18) of this 
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order to the greatest extent possible, in ac-
cordance with applicable policies established 
by the head of the responding department 
or agency; 

(f) Ensure that all elements within the de-
partment or agency comply with the provi-
sions of Part 2 of this order, regardless of 
Intelligence Community affiliation, when 
performing foreign intelligence and counter-
intelligence functions; 

(g) Deconflict, coordinate, and integrate 
all intelligence activities in accordance with 
section 1.3(b)(20), and intelligence and other 
activities in accordance with section 
1.3(b)(21) of this order; 

(h) Inform the Attorney General, either di-
rectly or through the Federal Bureau of In-
vestigation, and the Director of clandestine 
collection of foreign intelligence and coun-
terintelligence activities inside the United 
States not coordinated with the Federal Bu-
reau of Investigation; 

(i) Pursuant to arrangements developed by 
the head of the department or agency and 
the Director of the Central Intelligence 
Agency and approved by the Director, in-
form the Director and the Director of the 
Central Intelligence Agency, either directly 
or through his designee serving outside the 
United States, as appropriate, of clandestine 
collection of foreign intelligence collected 
through human sources or through human- 
enabled means outside the United States that 
has not been coordinated with the Central 
Intelligence Agency; and 

(j) Inform the Secretary of Defense, either 
directly or through his designee, as appro-
priate, of clandestine collection of foreign in-
telligence outside the United States in a re-
gion of combat or contingency military oper-
ations designated by the Secretary of De-
fense, for purposes of this paragraph, after 
consultation with the Director of National 
Intelligence. 

1.6 Heads of Elements of the Intelligence 
Community. The heads of elements of the 
Intelligence Community shall: 

(a) Provide the Director access to all infor-
mation and intelligence relevant to the na-
tional security or that otherwise is required 
for the performance of the Director’s duties, 
to include administrative and other appro-
priate management information, except such 

information excluded by law, by the Presi-
dent, or by the Attorney General acting 
under this order at the direction of the Presi-
dent; 

(b) Report to the Attorney General pos-
sible violations of Federal criminal laws by 
employees and of specified Federal criminal 
laws by any other person as provided in pro-
cedures agreed upon by the Attorney Gen-
eral and the head of the department, agency, 
or establishment concerned, in a manner 
consistent with the protection of intelligence 
sources and methods, as specified in those 
procedures; 

(c) Report to the Intelligence Oversight 
Board, consistent with Executive Order 
13462 of February 29, 2008, and provide 
copies of all such reports to the Director, 
concerning any intelligence activities of their 
elements that they have reason to believe 
may be unlawful or contrary to executive 
order or presidential directive; 

(d) Protect intelligence and intelligence 
sources, methods, and activities from unau-
thorized disclosure in accordance with guid-
ance from the Director; 

(e) Facilitate, as appropriate, the sharing 
of information or intelligence, as directed by 
law or the President, to State, local, tribal, 
and private sector entities; 

(f) Disseminate information or intelligence 
to foreign governments and international or-
ganizations under intelligence or counter-
intelligence arrangements or agreements es-
tablished in accordance with section 1.3(b)(4) 
of this order; 

(g) Participate in the development of pro-
cedures approved by the Attorney General 
governing production and dissemination of 
information or intelligence resulting from 
criminal drug intelligence activities abroad if 
they have intelligence responsibilities for for-
eign or domestic criminal drug production 
and trafficking; and 

(h) Ensure that the inspectors general, 
general counsels, and agency officials respon-
sible for privacy or civil liberties protection 
for their respective organizations have access 
to any information or intelligence necessary 
to perform their official duties. 

1.7 Intelligence Community Elements. 
Each element of the Intelligence Community 
shall have the duties and responsibilities 
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specified below, in addition to those specified 
by law or elsewhere in this order. Intel-
ligence Community elements within execu-
tive departments shall serve the information 
and intelligence needs of their respective 
heads of departments and also shall operate 
as part of an integrated Intelligence Commu-
nity, as provided in law or this order. 

(a) THE CENTRAL INTELLIGENCE 
AGENCY. The Director of the Central Intel-
ligence Agency shall: 

(1) Collect (including through clandestine 
means), analyze, produce, and dissemi-
nate foreign intelligence and counter-
intelligence; 

(2) Conduct counterintelligence activities 
without assuming or performing any in-
ternal security functions within the 
United States; 

(3) Conduct administrative and technical 
support activities within and outside the 
United States as necessary for cover and 
proprietary arrangements; 

(4) Conduct covert action activities ap-
proved by the President. No agency ex-
cept the Central Intelligence Agency (or 
the Armed Forces of the United States 
in time of war declared by the Congress 
or during any period covered by a report 
from the President to the Congress con-
sistent with the War Powers Resolution, 
Public Law 93 148) may conduct any 
covert action activity unless the Presi-
dent determines that another agency is 
more likely to achieve a particular objec-
tive; 

(5) Conduct foreign intelligence liaison re-
lationships with intelligence or security 
services of foreign governments or inter-
national organizations consistent with 
section 1.3(b)(4) of this order; 

(6) Under the direction and guidance of 
the Director, and in accordance with 
section 1.3(b)(4) of this order, coordi-
nate the implementation of intelligence 
and counterintelligence relationships 
between elements of the Intelligence 
Community and the intelligence or se-
curity services of foreign governments 
or international organizations; and 

(7) Perform such other functions and du-
ties related to intelligence as the Direc-
tor may direct. 

(b) THE DEFENSE INTELLIGENCE 
AGENCY. The Director of the Defense In-
telligence Agency shall: 

(1) Collect (including through clandestine 
means), analyze, produce, and dissemi-
nate foreign intelligence and counter-
intelligence to support national and de-
partmental missions; 

(2) Collect, analyze, produce, or, through 
tasking and coordination, provide de-
fense and defense related intelligence 
for the Secretary of Defense, the Chair-
man of the Joint Chiefs of Staff, combat-
ant commanders, other Defense compo-
nents, and non Defense agencies; 

(3) Conduct counterintelligence activities; 
(4) Conduct administrative and technical 

support activities within and outside the 
United States as necessary for cover and 
proprietary arrangements; 

(5) Conduct foreign defense intelligence 
liaison relationships and defense intel-
ligence exchange programs with foreign 
defense establishments, intelligence or 
security services of foreign govern-
ments, and international organizations 
in accordance with sections 1.3(b)(4), 
1.7(a)(6), and 1.10(i) of this order; 

(6) Manage and coordinate all matters re-
lated to the Defense Attaché system; 
and 

(7) Provide foreign intelligence and coun-
terintelligence staff support as directed 
by the Secretary of Defense. 

(c) THE NATIONAL SECURITY 
AGENCY. The Director of the National Se-
curity Agency shall: 

(1) Collect (including through clandestine 
means), process, analyze, produce, and 
disseminate signals intelligence infor-
mation and data for foreign intelligence 
and counterintelligence purposes to 
support national and departmental mis-
sions; 

(2) Establish and operate an effective uni-
fied organization for signals intelligence 
activities, except for the delegation of 
operational control over certain oper-
ations that are conducted through other 
elements of the Intelligence Commu-
nity. No other department or agency 
may engage in signals intelligence activi-
ties except pursuant to a delegation by 

VerDate Aug 31 2005 20:55 Aug 04, 2008 Jkt 214250 PO 00000 Frm 00040 Fmt 1244 Sfmt 1244 E:\PRESDOCS\P30AUT4.001 P30AUT4rm
aj

et
te

 o
n 

P
R

O
D

P
C

74
 w

ith
 P

R
E

S
D

O
C

S
T



1073 Administration of George W. Bush, 2008 / July 31 

the Secretary of Defense, after coordi-
nation with the Director; 

(3) Control signals intelligence collection 
and processing activities, including as-
signment of resources to an appropriate 
agent for such periods and tasks as re-
quired for the direct support of military 
commanders; 

(4) Conduct administrative and technical 
support activities within and outside the 
United States as necessary for cover ar-
rangements; 

(5) Provide signals intelligence support for 
national and departmental requirements 
and for the conduct of military oper-
ations; 

(6) Act as the National Manager for Na-
tional Security Systems as established in 
law and policy, and in this capacity be 
responsible to the Secretary of Defense 
and to the Director; 

(7) Prescribe, consistent with section 
102A(g) of the Act, within its field of 
authorized operations, security regula-
tions covering operating practices, in-
cluding the transmission, handling, and 
distribution of signals intelligence and 
communications security material with-
in and among the elements under con-
trol of the Director of the National Se-
curity Agency, and exercise the nec-
essary supervisory control to ensure 
compliance with the regulations; and 

(8) Conduct foreign cryptologic liaison re-
lationships in accordance with sections 
1.3(b)(4), 1.7(a)(6), and 1.10(i) of this 
order. 

(d) THE NATIONAL RECONNAIS-
SANCE OFFICE. The Director of the Na-
tional Reconnaissance Office shall: 

(1) Be responsible for research and devel-
opment, acquisition, launch, deploy-
ment, and operation of overhead sys-
tems and related data processing facili-
ties to collect intelligence and informa-
tion to support national and depart-
mental missions and other United States 
Government needs; and 

(2) Conduct foreign liaison relationships 
relating to the above missions, in ac-
cordance with sections 1.3(b)(4), 
1.7(a)(6), and 1.10(i) of this order. 

(e) THE NATIONAL GEOSPATIAL-IN-
TELLIGENCE AGENCY. The Director of 
the National Geospatial-Intelligence Agency 
shall: 

(1) Collect, process, analyze, produce, and 
disseminate geospatial intelligence in-
formation and data for foreign intel-
ligence and counterintelligence pur-
poses to support national and depart-
mental missions; 

(2) Provide geospatial intelligence support 
for national and departmental require-
ments and for the conduct of military 
operations; 

(3) Conduct administrative and technical 
support activities within and outside the 
United States as necessary for cover ar-
rangements; and 

(4) Conduct foreign geospatial intelligence 
liaison relationships, in accordance with 
sections 1.3(b)(4), 1.7(a)(6), and 1.10(i) 
of this order. 

(f) THE INTELLIGENCE AND COUN-
TERINTELLIGENCE ELEMENTS OF 
THE ARMY, NAVY, AIR FORCE, AND 
MARINE CORPS. The Commanders and 
heads of the intelligence and counterintel-
ligence elements of the Army, Navy, Air 
Force, and Marine Corps shall: 

(1) Collect (including through clandestine 
means), produce, analyze, and dissemi-
nate defense and defense related intel-
ligence and counterintelligence to sup-
port departmental requirements, and, as 
appropriate, national requirements; 

(2) Conduct counterintelligence activities; 
(3) Monitor the development, procure-

ment, and management of tactical intel-
ligence systems and equipment and con-
duct related research, development, and 
test and evaluation activities; and 

(4) Conduct military intelligence liaison 
relationships and military intelligence 
exchange programs with selected coop-
erative foreign defense establishments 
and international organizations in ac-
cordance with sections 1.3(b)(4), 
1.7(a)(6), and 1.10(i) of this order. 

(g) INTELLIGENCE ELEMENTS OF 
THE FEDERAL BUREAU OF INVES-
TIGATION. Under the supervision of the 
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Attorney General and pursuant to such regu-
lations as the Attorney General may estab-
lish, the intelligence elements of the Federal 
Bureau of Investigation shall: 

(1) Collect (including through clandestine 
means), analyze, produce, and dissemi-
nate foreign intelligence and counter-
intelligence to support national and de-
partmental missions, in accordance with 
procedural guidelines approved by the 
Attorney General, after consultation 
with the Director; 

(2) Conduct counterintelligence activities; 
and 

(3) Conduct foreign intelligence and coun-
terintelligence liaison relationships with 
intelligence, security, and law enforce-
ment services of foreign governments or 
international organizations in accord-
ance with sections 1.3(b)(4) and 
1.7(a)(6) of this order. 

(h) THE INTELLIGENCE AND 
COUNTERINTELLIGENCE ELE-
MENTS OF THE COAST GUARD. The 
Commandant of the Coast Guard shall: 

(1) Collect (including through clandestine 
means), analyze, produce, and dissemi-
nate foreign intelligence and counter-
intelligence including defense and de-
fense related information and intel-
ligence to support national and depart-
mental missions; 

(2) Conduct counterintelligence activities; 
(3) Monitor the development, procure-

ment, and management of tactical intel-
ligence systems and equipment and con-
duct related research, development, and 
test and evaluation activities; and 

(4) Conduct foreign intelligence liaison re-
lationships and intelligence exchange 
programs with foreign intelligence serv-
ices, security services or international 
organizations in accordance with sec-
tions 1.3(b)(4), 1.7(a)(6), and, when op-
erating as part of the Department of 
Defense, 1.10(i) of this order. 

(i) THE BUREAU OF INTELLIGENCE 
AND RESEARCH, DEPARTMENT OF 
STATE; THE OFFICE OF INTEL-
LIGENCE AND ANALYSIS, DEPART-
MENT OF THE TREASURY; THE OF-
FICE OF NATIONAL SECURITY INTEL-
LIGENCE, DRUG ENFORCEMENT AD-

MINISTRATION; THE OFFICE OF IN-
TELLIGENCE AND ANALYSIS, DE-
PARTMENT OF HOMELAND SECU-
RITY; AND THE OFFICE OF INTEL-
LIGENCE AND COUNTERINTEL-
LIGENCE, DEPARTMENT OF ENERGY. 
The heads of the Bureau of Intelligence and 
Research, Department of State; the Office 
of Intelligence and Analysis, Department of 
the Treasury; the Office of National Security 
Intelligence, Drug Enforcement Administra-
tion; the Office of Intelligence and Analysis, 
Department of Homeland Security; and the 
Office of Intelligence and Counterintel-
ligence, Department of Energy shall: 

(1) Collect (overtly or through publicly 
available sources), analyze, produce, and 
disseminate information, intelligence, 
and counterintelligence to support na-
tional and departmental missions; and 

(2) Conduct and participate in analytic or 
information exchanges with foreign 
partners and international organizations 
in accordance with sections 1.3(b)(4) 
and 1.7(a)(6) of this order. 

(j) THE OFFICE OF THE DIRECTOR 
OF NATIONAL INTELLIGENCE. The 
Director shall collect (overtly or through 
publicly available sources), analyze, produce, 
and disseminate information, intelligence, 
and counterintelligence to support the mis-
sions of the Office of the Director of National 
Intelligence, including the National 
Counterterrorism Center, and to support 
other national missions. 

1.8 The Department of State. In addition 
to the authorities exercised by the Bureau 
of Intelligence and Research under sections 
1.4 and 1.7(i) of this order, the Secretary of 
State shall: 

(a) Collect (overtly or through publicly 
available sources) information relevant to 
United States foreign policy and national se-
curity concerns; 

(b) Disseminate, to the maximum extent 
possible, reports received from United States 
diplomatic and consular posts; 

(c) Transmit reporting requirements and 
advisory taskings of the Intelligence Commu-
nity to the Chiefs of United States Missions 
abroad; and 
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(d) Support Chiefs of United States Mis-
sions in discharging their responsibilities pur-
suant to law and presidential direction. 

1.9 The Department of the Treasury. In 
addition to the authorities exercised by the 
Office of Intelligence and Analysis of the De-
partment of the Treasury under sections 1.4 
and 1.7(i) of this order the Secretary of the 
Treasury shall collect (overtly or through 
publicly available sources) foreign financial 
information and, in consultation with the De-
partment of State, foreign economic informa-
tion. 

1.10 The Department of Defense. The Sec-
retary of Defense shall: 

(a) Collect (including through clandestine 
means), analyze, produce, and disseminate 
information and intelligence and be respon-
sive to collection tasking and advisory tasking 
by the Director; 

(b) Collect (including through clandestine 
means), analyze, produce, and disseminate 
defense and defense related intelligence and 
counterintelligence, as required for execu-
tion of the Secretary’s responsibilities; 

(c) Conduct programs and missions nec-
essary to fulfill national, departmental, and 
tactical intelligence requirements; 

(d) Conduct counterintelligence activities 
in support of Department of Defense com-
ponents and coordinate counterintelligence 
activities in accordance with section 
1.3(b)(20) and (21) of this order; 

(e) Act, in coordination with the Director, 
as the executive agent of the United States 
Government for signals intelligence activi-
ties; 

(f) Provide for the timely transmission of 
critical intelligence, as defined by the Direc-
tor, within the United States Government; 

(g) Carry out or contract for research, de-
velopment, and procurement of technical 
systems and devices relating to authorized in-
telligence functions; 

(h) Protect the security of Department of 
Defense installations, activities, information, 
property, and employees by appropriate 
means, including such investigations of appli-
cants, employees, contractors, and other per-
sons with similar associations with the De-
partment of Defense as are necessary; 

(i) Establish and maintain defense intel-
ligence relationships and defense intelligence 

exchange programs with selected cooperative 
foreign defense establishments, intelligence 
or security services of foreign governments, 
and international organizations, and ensure 
that such relationships and programs are in 
accordance with sections 1.3(b)(4), 1.3(b)(21) 
and 1.7(a)(6) of this order; 

(j) Conduct such administrative and tech-
nical support activities within and outside the 
United States as are necessary to provide for 
cover and proprietary arrangements, to per-
form the functions described in sections (a) 
though (i) above, and to support the Intel-
ligence Community elements of the Depart-
ment of Defense; and 

(k) Use the Intelligence Community ele-
ments within the Department of Defense 
identified in section 1.7(b) through (f) and, 
when the Coast Guard is operating as part 
of the Department of Defense, (h) above to 
carry out the Secretary of Defense’s respon-
sibilities assigned in this section or other de-
partments, agencies, or offices within the 
Department of Defense, as appropriate, to 
conduct the intelligence missions and re-
sponsibilities assigned to the Secretary of De-
fense. 

1.11 The Department of Homeland Secu-
rity. In addition to the authorities exercised 
by the Office of Intelligence and Analysis of 
the Department of Homeland Security under 
sections 1.4 and 1.7(i) of this order, the Sec-
retary of Homeland Security shall conduct, 
through the United States Secret Service, ac-
tivities to determine the existence and capa-
bility of surveillance equipment being used 
against the President or the Vice President 
of the United States, the Executive Office 
of the President, and, as authorized by the 
Secretary of Homeland Security or the Presi-
dent, other Secret Service protectees and 
United States officials. No information shall 
be acquired intentionally through such activi-
ties except to protect against use of such sur-
veillance equipment, and those activities 
shall be conducted pursuant to procedures 
agreed upon by the Secretary of Homeland 
Security and the Attorney General. 

1.12 The Department of Energy. In addi-
tion to the authorities exercised by the Office 
of Intelligence and Counterintelligence of 
the Department of Energy under sections 1.4 
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and 1.7(i) of this order, the Secretary of En-
ergy shall: 

(a) Provide expert scientific, technical, 
analytic, and research capabilities to other 
agencies within the Intelligence Community, 
as appropriate; 

(b) Participate in formulating intelligence 
collection and analysis requirements where 
the special expert capability of the Depart-
ment can contribute; and 

(c) Participate with the Department of 
State in overtly collecting information with 
respect to foreign energy matters. 

1.13 The Federal Bureau of Investigation. 
In addition to the authorities exercised by 
the intelligence elements of the Federal Bu-
reau of Investigation of the Department of 
Justice under sections 1.4 and 1.7(g) of this 
order and under the supervision of the Attor-
ney General and pursuant to such regulations 
as the Attorney General may establish, the 
Director of the Federal Bureau of Investiga-
tion shall provide technical assistance, within 
or outside the United States, to foreign intel-
ligence and law enforcement services, con-
sistent with section 1.3(b)(20) and (21) of this 
order, as may be necessary to support na-
tional or departmental missions. 

Sec. 3. Part 2 of Executive Order 12333, 
as amended, is further amended by: 

(a) In section 2.1, striking the first sen-
tence and inserting in lieu thereof: ‘‘Timely, 
accurate, and insightful information about 
the activities, capabilities, plans, and inten-
tions of foreign powers, organizations, and 
persons, and their agents, is essential to in-
formed decisionmaking in the areas of na-
tional security, national defense, and foreign 
relations.‘‘; 

(b) In section 2.1, inserting a comma after 
‘‘innovative’’; 

(c) In section 2.2, inserting ‘‘, the spread 
of weapons of mass destruction,‘‘ after ‘‘inter-
national terrorist activities’’ in the first sen-
tence; 

(d) In the first sentence of section 2.3, 
striking ‘‘Agencies within the’’ and inserting 
in lieu thereof ‘‘Elements of the’’, inserting 
a comma after ‘‘retain’’, striking ‘‘agency’’ and 
inserting in lieu thereof ‘‘Intelligence Com-
munity element’’, and inserting ‘‘or by the 
head of a department containing such ele-
ment’’ after ‘‘concerned’’; 

(e) In section 2.3, inserting ‘‘, after con-
sultation with the Director’’ preceding the 
period at the end of the first sentence; 

(f) In section 2.3, inserting a comma after 
‘‘retention’’ in the second sentence; 

(g) In section 2.3(b), striking ‘‘FBI’’ and 
inserting in lieu thereof ‘‘Federal Bureau of 
Investigation (FBI)’’; 

(h) In section 2.3(b), striking ‘‘agencies’’ 
and inserting in lieu thereof ‘‘elements’’ each 
time it appears; 

(i) In section 2.3(c), striking ‘‘narcotics’’ 
and inserting in lieu thereof ‘‘drug,’’; 

(j) In section 2.3(d), inserting a comma 
after ‘‘victims’’; 

(k) In section 2.3(e), striking ‘‘sources or 
methods’’ and inserting in lieu thereof 
‘‘sources, methods, and activities’’; 

(l) In section 2.3(e), striking ‘‘agencies’’ 
and inserting in lieu thereof ‘‘elements’’ and 
striking ‘‘agency’’ and inserting in lieu thereof 
‘‘element’’; 

(m) In section 2.3(g), inserting a comma 
after ‘‘physical’’; 

(n) In section 2.3(h), striking ‘‘and’’; 
(o) In section 2.3(i), striking ‘‘federal’’ and 

inserting in lieu thereof ‘‘Federal’’ and insert-
ing a comma after ‘‘local’’; 

(p) In the last sentence of section 2.3, 
striking ‘‘agencies within’’ and inserting in 
lieu thereof ‘‘elements of’’, striking ‘‘, other 
than information derived from signals intel-
ligence,’’, striking ‘‘agency’’ and inserting in 
lieu thereof ‘‘element’’ in both instances and 
inserting immediately before the period: ‘‘, 
except that information derived from signals 
intelligence may only be disseminated or 
made available to Intelligence Community 
elements in accordance with procedures es-
tablished by the Director in coordination 
with the Secretary of Defense and approved 
by the Attorney General’’; 

(q) In the first three sentences of section 
2.4, striking ‘‘Agencies within’’ and inserting 
in lieu thereof ‘‘Elements of’’; striking ‘‘Agen-
cies’’ and inserting in lieu thereof ‘‘Elements 
of the Intelligence Community’’; and striking 
‘‘agency’’ and inserting in lieu thereof ‘‘Intel-
ligence Community element concerned or 
the head of a department containing such 
element’’; 
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(r) In the second sentence of section 2.4, 
inserting ‘‘, after consultation with the 
Director‘‘ after ‘‘Attorney General’’; 

(s) In section 2.4(a), striking ‘‘CIA’’ and 
inserting in lieu thereof ‘‘Central Intelligence 
Agency (CIA)’’; 

(t) In section 2.4(b) and (c), striking ‘‘agen-
cies’’ and inserting in lieu thereof ‘‘elements 
of the Intelligence Community’’. 

(u) In section 2.4(b)(2), striking the period 
and inserting in lieu thereof a semicolon; 

(v) In section 2.4(c)(1), striking ‘‘agency’’ 
and inserting in lieu thereof ‘‘element’’; 

(w) In section 2.4(c)(2), striking the period 
and inserting in lieu thereof ‘‘; and’’; 

(x) In section 2.4(d) striking ‘‘than’’ and 
inserting in lieu thereof ‘‘that’’; 

(y) In section 2.5, striking the final sen-
tence and inserting in lieu thereof ‘‘The au-
thority delegated pursuant to this paragraph, 
including the authority to approve the use 
of electronic surveillance as defined in the 
Foreign Intelligence Surveillance Act of 
1978, as amended, shall be exercised in ac-
cordance with that Act.’’; 

(z) In section 2.6, inserting ‘‘and other 
Civil’’ before ‘‘Authorities’’ in the caption and 
striking ‘‘Agencies within’’ and inserting in 
lieu thereof ‘‘Elements of’’; 

(aa) In section 2.6(a), inserting a comma 
after ‘‘property’’ and striking ‘‘agency’’ and 
inserting in lieu thereof ‘‘element’’; 

(bb) In section 2.6(c), striking ‘‘General 
Counsel’’ and inserting in lieu thereof ‘‘gen-
eral counsel’’, and striking ‘‘agency’’ and in-
serting in lieu thereof ‘‘element or depart-
ment’’ in the second sentence; 

(cc) In section 2.6(d), inserting ‘‘or other 
civil’’ before ‘‘authorities’’; 

(dd) In section 2.7, striking ‘‘Agencies 
within’’ and inserting in lieu thereof ‘‘Ele-
ments of’’; 

(ee) In section 2.9, striking ‘‘agencies with-
in’’ and inserting in lieu thereof ‘‘elements 
of’’, and striking ‘‘agency within’’ and insert-
ing in lieu thereof ‘‘element of’’ the first time 
it appears and ‘‘Intelligence Community ele-
ment’’ the second and third times it appears; 

(ff) In section 2.9, striking ‘‘his’’ and insert-
ing in lieu thereof ‘‘such person’s’’; 

(gg) In section 2.9, inserting ‘‘or the head 
of a department containing such element’’ 
before ‘‘and approved by the Attorney 

General‘‘, and inserting ??, after consultation 
with the Director’’ after ‘‘the Attorney Gen-
eral’’; 

(hh) In section 2.10, striking ‘‘agency with-
in’’ and inserting in lieu thereof ‘‘element of’’, 
and inserting a comma after ‘‘contract for’’; 

(ii) In section 2.12, striking ‘‘agency’’ and 
inserting in lieu thereof ‘‘element’’; and 

(jj) At the end of Part 2, inserting a new 
section 2.13 as follows: ‘‘2.13 Limitation on 
Covert Action. No covert action may be con-
ducted which is intended to influence United 
States political processes, public opinion, 
policies, or media.’’. 

Sec. 4. Part 3 of Executive Order 12333, 
as amended, is further amended by: 

(a) In section 3.1, striking ‘‘of Central In-
telligence’’; inserting ‘‘elements,’’ after 
‘‘agencies,’’; and striking ‘‘special’’ and insert-
ing in lieu thereof ‘‘covert action’’; 

(b) Striking section 3.2 and inserting in lieu 
thereof: ‘‘3.2 Implementation. The President, 
supported by the NSC, and the Director shall 
issue such appropriate directives, proce-
dures, and guidance as are necessary to im-
plement this order. Heads of elements within 
the Intelligence Community shall issue ap-
propriate procedures and supplementary di-
rectives consistent with this order. No proce-
dures to implement Part 2 of this order shall 
be issued without the Attorney General’s ap-
proval, after consultation with the Director. 
The Attorney General shall provide a state-
ment of reasons for not approving any proce-
dures established by the head of an element 
in the Intelligence Community (or the head 
of the department containing such element) 
other than the FBI. In instances where the 
element head or department head and the 
Attorney General are unable to reach agree-
ments on other than constitutional or other 
legal grounds, the Attorney General, the 
head of department concerned, or the Direc-
tor shall refer the matter to the NSC.’’; 

(c) Striking section 3.3 and inserting in lieu 
thereof: ‘‘ 3.3 Procedures. The activities here-
in authorized that require procedures shall 
be conducted in accordance with existing 
procedures or requirements established 
under Executive Order 12333. New proce-
dures, as required by Executive Order 12333, 
as further amended, shall be established as 
expeditiously as possible. All new procedures 
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promulgated pursuant to Executive Order 
12333, as amended, shall be made available 
to the Select Committee on Intelligence of 
the Senate and the Permanent Select Com-
mittee on Intelligence of the House of Rep-
resentatives.’’; 

(d) Inserting after section 3.3 the following 
new section: ‘‘ 3.4 References and Transition. 
References to ‘‘Senior Officials of the Intel-
ligence Community’’ or ‘‘SOICs’’ in executive 
orders or other Presidential guidance, shall 
be deemed references to the heads of ele-
ments in the Intelligence Community, unless 
the President otherwise directs; references 
in Intelligence Community or Intelligence 
Community element policies or guidance, 
shall be deemed to be references to the 
heads of elements of the Intelligence Com-
munity, unless the President or the Director 
otherwise directs.’’; 

(e) Striking ‘‘3.4 Definitions?? and insert-
ing in lieu thereof ‘‘3.5 Definitions’’; 

(f) Amending the definition of ‘‘ Counter-
intelligence?? in section 3.5(a), as renum-
bered, by inserting ‘‘identify, deceive, exploit, 
disrupt, or’’ before ‘‘protect against espio-
nage’’, inserting ‘‘or their agents,’’ after ‘‘per-
sons,’’, inserting ‘‘organizations or activities’’ 
after terrorist, and striking ‘‘activities, but not 
including personnel, physical, document or 
communications security programs’’; 

(g) Striking section 3.5(b) (h), as renum-
bered, and inserting in lieu thereof: 

‘‘(b) Covert action means an activity or ac-
tivities of the United States Government 
to influence political, economic, or mili-
tary conditions abroad, where it is in-
tended that the role of the United States 
Government will not be apparent or ac-
knowledged publicly, but does not in-
clude: 
(1) Activities the primary purpose of 
which is to acquire intelligence, tradi-
tional counterintelligence activities, 
traditional activities to improve or 
maintain the operational security of 
United States Government programs, 
or administrative activities; 

(2) Traditional diplomatic or military 
activities or routine support to such 
activities; 

(3) Traditional law enforcement activi-
ties conducted by United States Gov-

ernment law enforcement agencies or 
routine support to such activities; or 

(4) Activities to provide routine sup-
port to the overt activities (other than 
activities described in paragraph (1), 
(2), or (3)) of other United States 
Government agencies abroad. 

(c) Electronic surveillance means acquisi-
tion of a nonpublic communication by 
electronic means without the consent of 
a person who is a party to an electronic 
communication or, in the case of a non-
electronic communication, without the 
consent of a person who is visibly 
present at the place of communication, 
but not including the use of radio direc-
tion-finding equipment solely to deter-
mine the location of a transmitter. 

(d) Employee means a person employed 
by, assigned or detailed to, or acting for 
an element within the Intelligence 
Community. 

(e) Foreign intelligence means information 
relating to the capabilities, intentions, or 
activities of foreign governments or ele-
ments thereof, foreign organizations, 
foreign persons, or international terror-
ists. 

(f) Intelligence includes foreign intel-
ligence and counterintelligence. 

(g) Intelligence activities means all activi-
ties that elements of the Intelligence 
Community are authorized to conduct 
pursuant to this order. 

(h) Intelligence Community and elements 
of the Intelligence Community refers to: 

(1) The Office of the Director of Na-
tional Intelligence; 

(2) The Central Intelligence Agency; 
(3) The National Security Agency; 
(4) The Defense Intelligence Agency; 
(5) The National Geospatial-Intel-
ligence Agency; 

(6) The National Reconnaissance Of-
fice; 

(7) The other offices within the De-
partment of Defense for the collec-
tion of specialized national foreign in-
telligence through reconnaissance 
programs; 

(8) The intelligence and counterintel-
ligence elements of the Army, the 
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Navy, the Air Force, and the Marine 
Corps; 

(9) The intelligence elements of the 
Federal Bureau of Investigation; 

(10) The Office of National Security 
Intelligence of the Drug Enforce-
ment Administration; 

(11) The Office of Intelligence and 
Counterintelligence of the Depart-
ment of Energy; 

(12) The Bureau of Intelligence and 
Research of the Department of State; 

(13) The Office of Intelligence and 
Analysis of the Department of the 
Treasury; 

(14) The Office of Intelligence and 
Analysis of the Department of Home-
land Security; 

(15) The intelligence and counterintel-
ligence elements of the Coast Guard; 
and 

(16) Such other elements of any de-
partment or agency as may be des-
ignated by the President, or des-
ignated jointly by the Director and 
the head of the department or agency 
concerned, as an element of the Intel-
ligence Community. 

(i) National Intelligence and Intelligence 
Related to National Security means all 
intelligence, regardless of the source 
from which derived and including infor-
mation gathered within or outside the 
United States, that pertains, as deter-
mined consistent with any guidance 
issued by the President, or that is deter-
mined for the purpose of access to infor-
mation by the Director in accordance 
with section 1.3(a)(1) of this order, to 
pertain to more than one United States 
Government agency; and that involves 
threats to the United States, its people, 
property, or interests; the development, 
proliferation, or use of weapons of mass 
destruction; or any other matter bearing 
on United States national or homeland 
security. 

(j) The National Intelligence Program 
means all programs, projects, and activi-
ties of the Intelligence Community, as 
well as any other programs of the Intel-
ligence Community designated jointly 
by the Director and the head of a 

United States department or agency or 
by the President. Such term does not 
include programs, projects, or activities 
of the military departments to acquire 
intelligence solely for the planning and 
conduct of tactical military operations 
by United States Armed Forces.’’. 

(h) Redesignating the definition of ‘‘ 
United States Person?? as section 3.5(k) and 
therein striking ‘‘agency’’ and inserting in lieu 
thereof ‘‘element’’; 

(i) Striking section 3.5; 
(j) In section 3.6, striking ‘‘Order No. 

12036 of January 24, 1978, as amended, enti-
tled ‘‘United States Intelligence Activities,’’ 
is’’ and inserting in lieu thereof ‘‘Orders 
13354 and 13355 of August 27, 2004, are’’, 
and inserting before the period ‘‘; and para-
graphs 1.3(b)(9) and (10) of Part 1 supersede 
provisions within Executive Order 12958, as 
amended, to the extent such provisions in Ex-
ecutive Order 12958, as amended, are incon-
sistent with this Order’’; and 

(k) Inserting the following new section 3.7 
to read as follows: 

‘‘3.7 General Provisions. 
(a) Consistent with section 1.3(c) of this 

order, nothing in this order shall be con-
strued to impair or otherwise affect: 

(1) Authority granted by law to a depart-
ment or agency, or the head thereof; or 

(2) Functions of the Director of the Office 
of Management and Budget relating to 
budget, administrative, or legislative 
proposals. 

(b) This order shall be implemented con-
sistent with applicable law and subject to the 
availability of appropriations. 

(c) This order is intended only to improve 
the internal management of the executive 
branch and is not intended to, and does not, 
create any right or benefit, substantive or 
procedural, enforceable at law or in equity, 
by any party against the United States, its 
departments, agencies or entities, its officers, 
employees, or agents, or any other person.’’. 

Sec. 5. This order is not intended to, and 
does not, create any right or benefit, sub-
stantive or procedural, enforceable by any 
party at law or in equity against the United 
States, its departments, agencies, or entities, 
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its officers, employees, or agents, or any 
other person. 

George W. Bush 

The White House, 
July 30, 2008. 

[Filed with the Office of the Federal Register, 
8:45 a.m., August 1, 2008] 

NOTE: This Executive order was released by the 
Office of the Press Secretary on July 31, and it 
was published in the Federal Register on August 
4. 

Remarks on the War on Terror 
July 31, 2008 

Good morning. This has been a month of 
encouraging news from Iraq. Violence is 
down to its lowest level since the spring of 
2004, and we’re now in our third consecutive 
month with reduced violence levels holding 
steady. General Petraeus and Ambassador 
Crocker caution that the progress is still re-
versible, but they report that there now ap-
pears to be a degree of durability to the gains 
that we have made. 

A significant reason for this sustained 
progress is the success of the surge. Another 
is the increasing capability of the Iraqi forces. 
Iraqi forces now have 192 combat battalions 
in the fight, and more than 110 of these bat-
talions are taking the lead in combat oper-
ations against terrorists and extremists. 

We saw the capability of those forces ear-
lier this year, when the Iraqi Government 
launched successful military operations 
against Shi’a extremist groups in Basra, 
Amarah, and the Sadr City area of Baghdad. 
Because of these operations, extremists who 
once terrorized the citizens of these commu-
nities have been driven from their strong-
holds. As a result, our Ambassador to Iraq, 
Ryan Crocker, was able to walk the streets 
of Sadr City last Wednesday. That’s some-
thing that would not have been possible just 
a few months ago. 

This week, the Iraqi Government is 
launching a new offensive in parts of the 
Diyala Province that contain some of Al 
Qaida’s few remaining safe havens in the 
country. This operation is Iraqi-led; our 
forces are playing a supporting role. And in 

the moments—in the months ahead, the 
Iraqis will continue taking the lead in more 
military operations across the country. 

As security in Iraq has improved, the Iraqi 
Government has made political progress as 
well. The Iraqi Council of Representatives 
has passed several major pieces of legislation 
this year, and Iraqi leaders are preparing for 
Provincial elections. Prime Minister Maliki 
recently returned from a successful visit to 
Europe, where he held important diplomatic 
discussions with Chancellor Merkel, Prime 
Minister Berlusconi, and His Holy Father 
Pope Benedict XVI. 

The progress in Iraq has allowed us to con-
tinue our policy of return on success. We 
now have brought home all five of the com-
bat brigades and the three Marine units that 
were sent to Iraq as part of the surge. The 
last of these surge brigades returned home 
this month. And later this year, General 
Petraeus will present me his recommenda-
tions on future troop levels, including further 
reductions in our combat forces as conditions 
permit. 

As part of the return on success policy, 
we are also reducing the length of combat 
tours in Iraq. Beginning tomorrow, troops 
deploying to Iraq will serve 12-month tours 
instead of 15-month tours. This will ease the 
burden on our forces, and it will make life 
easier for our wonderful military families. 

We’re also making progress in our discus-
sion with Prime Minister Maliki’s Govern-
ment on the—a strategic framework agree-
ment. This agreement will serve as the foun-
dation for America’s presence in Iraq once 
the United Nations resolution authorizing 
the multi-national forces there expires on 
December the 31st. 

We remain a nation at war. Al Qaida is 
on the run in Iraq, but the terrorists remain 
dangerous, and they are determined to strike 
our country and our allies again. In this time 
of war, America is grateful to all the men 
and women who have stepped forward to de-
fend us. They understand that we have no 
greater responsibility than to stop the terror-
ists before they launch yet another attack on 
our homeland. Every day they make great 
sacrifices to keep the American people safe 
here at home. We owe our thanks to all those 
who wear the uniform and their families who 
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