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Statutory Notes and Related Subsidiaries 

CHANGE OF NAME 

Reference to the Director of Central Intelligence or 

the Director of the Central Intelligence Agency in the 

Director’s capacity as the head of the intelligence com-

munity deemed to be a reference to the Director of Na-

tional Intelligence. Reference to the Director of Cen-

tral Intelligence or the Director of the Central Intel-

ligence Agency in the Director’s capacity as the head of 

the Central Intelligence Agency deemed to be a ref-

erence to the Director of the Central Intelligence Agen-

cy. See section 1081(a), (b) of Pub. L. 108–458, set out as 

a note under section 3001 of Title 50, War and National 

Defense. 

§ 44912. Research and development 

(a) PROGRAM REQUIREMENT.—(1) The Adminis-
trator shall establish and carry out a program 
to accelerate and expand the research, develop-
ment, and implementation of technologies and 
procedures to counteract terrorist acts against 
civil aviation. The program shall provide for de-
veloping and having in place new equipment and 
procedures necessary to meet the technological 
challenges presented by terrorism. The program 
shall include research on, and development of, 
technological improvements and ways to en-
hance human performance. 

(2) In designing and carrying out the program 
established under this subsection, the Adminis-
trator shall—

(A) consult and coordinate activities with 
other departments, agencies, and instrumen-
talities of the United States Government 
doing similar research; 

(B) identify departments, agencies, and in-
strumentalities that would benefit from that 
research; and 

(C) seek cost-sharing agreements with those 
departments, agencies, and instrumentalities.

(3) In carrying out the program established 
under this subsection, the Administrator shall 
review and consider the annual reports the Sec-
retary of Transportation submits to Congress on 
transportation security and intelligence. 

(4)(A) In carrying out the program established 
under this subsection, the Administrator shall 
designate an individual to be responsible for en-
gineering, research, and development with re-
spect to security technology under the program. 

(B) The individual designated under subpara-
graph (A) shall use appropriate systems engi-
neering and risk management models in making 
decisions regarding the allocation of funds for 
engineering, research, and development with re-
spect to security technology under the program. 

(C) The individual designated under subpara-
graph (A) shall, on an annual basis, submit to 
the Administrator a report on activities under 
this paragraph during the preceding year. Each 
report shall include, for the year covered by 
such report, information on—

(i) progress made in engineering, research, 
and development with respect to security 
technology; 

(ii) the allocation of funds for engineering, 
research, and development with respect to se-
curity technology; and 

(iii) engineering, research, and development 
with respect to any technologies drawn from 
other agencies, including the rationale for en-

gineering, research, and development with re-
spect to such technologies.

(5) The Administrator may—
(A) make grants to institutions of higher 

learning and other appropriate research facili-
ties with demonstrated ability to carry out re-
search described in paragraph (1) of this sub-
section, and fix the amounts and terms of the 
grants; and 

(B) make cooperative agreements with gov-
ernmental authorities the Administrator de-
cides are appropriate.

(b) REVIEW OF THREATS.—(1) The Adminis-
trator shall periodically review threats to civil 
aviation, with particular focus on—

(A) a comprehensive systems analysis (em-
ploying vulnerability analysis, threat at-
tribute definition, and technology roadmaps) 
of the civil aviation system, including—

(i) the destruction, commandeering, or di-
version of civil aircraft or the use of civil 
aircraft as a weapon; and 

(ii) the disruption of civil aviation service, 
including by cyber attack;

(B) explosive material that presents the 
most significant threat to civil aircraft; 

(C) the minimum amounts, configurations, 
and types of explosive material that can 
cause, or would reasonably be expected to 
cause, catastrophic damage to aircraft in air 
transportation; 

(D) the amounts, configurations, and types 
of explosive material that can be detected reli-
ably by existing, or reasonably anticipated, 
near-term explosive detection technologies; 

(E) the potential release of chemical, bio-
logical, or similar weapons or devices either 
within an aircraft or within an airport; 

(F) the feasibility of using various ways to 
minimize damage caused by explosive mate-
rial that cannot be detected reliably by exist-
ing, or reasonably anticipated, near-term ex-
plosive detection technologies; 

(G) the ability to screen passengers, carry-
on baggage, checked baggage, and cargo; and 

(H) the technologies that might be used in 
the future to attempt to destroy or otherwise 
threaten commercial aircraft and the way in 
which those technologies can be countered ef-
fectively.

(2) The Administrator shall use the results of 
the review under this subsection to develop the 
focus and priorities of the program established 
under subsection (a) of this section. 

(c) SCIENTIFIC ADVISORY PANEL.—(1) The Ad-
ministrator shall establish a scientific advisory 
panel to review, comment on, advise the 
progress of, and recommend modifications in, 
the program established under subsection (a) of 
this section, including the need for long-range 
research programs to detect and prevent cata-
strophic damage to commercial aircraft, com-
mercial aviation facilities, commercial aviation 
personnel and passengers, and other components 
of the commercial aviation system by the next 
generation of terrorist weapons. 

(2)(A) The advisory panel shall consist of indi-
viduals who have scientific and technical exper-
tise in—
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(i) the development and testing of effective 
explosive detection systems; 

(ii) aircraft structure and experimentation 
to decide on the type and minimum weights of 
explosives that an effective explosive detec-
tion technology must be capable of detecting; 

(iii) technologies involved in minimizing air-
frame damage to aircraft from explosives; and 

(iv) other scientific and technical areas the 
Administrator considers appropriate.

(B) In appointing individuals to the advisory 
panel, the Administrator should consider indi-
viduals from academia and the national labora-
tories, as appropriate. 

(3) The Administrator shall organize the advi-
sory panel into teams capable of undertaking 
the review of policies and technologies upon re-
quest. 

(4) Biennially, the Administrator shall review 
the composition of the advisory panel in order 
to ensure that the expertise of the individuals 
on the panel is suited to the current and antici-
pated duties of the panel. 

(d) SECURITY AND RESEARCH AND DEVELOPMENT 
ACTIVITIES.—

(1) IN GENERAL.—The Administrator shall 
conduct research (including behavioral re-
search) and development activities appro-
priate to develop, modify, test, and evaluate a 
system, procedure, facility, or device to pro-
tect passengers and property against acts of 
criminal violence, aircraft piracy, and ter-
rorism and to ensure security. 

(2) DISCLOSURE.—
(A) IN GENERAL.—Notwithstanding section 

552 of title 5, the Administrator shall pre-
scribe regulations prohibiting disclosure of 
information obtained or developed in ensur-
ing security under this title if the Secretary 
of Homeland Security decides disclosing the 
information would—

(i) be an unwarranted invasion of per-
sonal privacy; 

(ii) reveal a trade secret or privileged or 
confidential commercial or financial infor-
mation; or 

(iii) be detrimental to transportation 
safety.

(B) INFORMATION TO CONGRESS.—Subpara-
graph (A) does not authorize information to 
be withheld from a committee of Congress 
authorized to have the information. 

(C) RULE OF CONSTRUCTION.—Nothing in 
subparagraph (A) shall be construed to au-
thorize the designation of information as 
sensitive security information (as defined in 
section 15.5 of title 49, Code of Federal Regu-
lations)—

(i) to conceal a violation of law, ineffi-
ciency, or administrative error; 

(ii) to prevent embarrassment to a per-
son, organization, or agency; 

(iii) to restrain competition; or 
(iv) to prevent or delay the release of in-

formation that does not require protection 
in the interest of transportation security, 
including basic scientific research infor-
mation not clearly related to transpor-
tation security.

(D) PRIVACY ACT.—Section 552a of title 5 
shall not apply to disclosures that the Ad-

ministrator of the Transportation Security 
Administration may make from the systems 
of records of the Transportation Security 
Administration to any Federal law enforce-
ment, intelligence, protective service, immi-
gration, or national security official in order 
to assist the official receiving the informa-
tion in the performance of official duties.

(3) TRANSFERS OF DUTIES AND POWERS PROHIB-
ITED.—Except as otherwise provided by law, 
the Administrator may not transfer a duty or 
power under this section to another depart-
ment, agency, or instrumentality of the 
United States Government.

(e) DEFINITION OF ADMINISTRATOR.—In this sec-
tion, the term ‘‘Administrator’’ means the Ad-
ministrator of the Transportation Security Ad-
ministration. 

(Pub. L. 103–272, § 1(e), July 5, 1994, 108 Stat. 1212; 
Pub. L. 107–71, title I, §§ 101(f)(7), (9), 112, Nov. 19, 
2001, 115 Stat. 603, 620; Pub. L. 115–254, div. K, 
title I, § 1991(d)(10), Oct. 5, 2018, 132 Stat. 3633.)

HISTORICAL AND REVISION NOTES 

Revised
Section 

Source (U.S. Code) Source (Statutes at Large) 

44912(a) ...... 49 App.:1357(d)(3)(A), 
(D), (4)–(7). 

Aug. 23, 1958, Pub. L. 85–726, 
72 Stat. 731, § 316(d)(3)–(8); 
added Nov. 16, 1990, Pub. 
L. 101–604, § 107, 104 Stat. 
3076. 

44912(b) ...... 49 App.:1357(d)(3)(B), 
(C). 

44912(c) ...... 49 App.:1357(d)(8). 

In subsection (a)(1), the words ‘‘It shall be the pur-

pose of the program established under paragraph (3)’’ 

and ‘‘established under paragraph (3)’’ are omitted as 

unnecessary. 

In subsection (a)(2)(A), the word ‘‘activities’’ is added 

for clarity. The words ‘‘departments, agencies, and in-

strumentalities of the United States Government’’ are 

substituted for ‘‘Federal agencies’’ for consistency in 

the revised title and with other titles of the United 

States Code. 

In subsection (a)(4), the words ‘‘The Administrator 

may . . . make grants’’ are substituted for ‘‘Amounts 

appropriated for each fiscal year under paragraph (9) 

shall be made available by the Administrator, by way 

of grants’’ to eliminate unnecessary words. In clause 

(A), the words ‘‘institutions of higher learning’’ are 

substituted for ‘‘colleges, universities’’, and the word 

‘‘institutions’’ is substituted for ‘‘institutions and fa-

cilities’’, for clarity and consistency in the revised title 

and with other titles of the Code. In clause (B), the 

words ‘‘governmental authorities’’ are substituted for 

‘‘governmental entities’’ for consistency in the revised 

title and with other titles of the Code. 

In subsection (b)(1), before clause (A), the words ‘‘Not 

later than 180 days after November 16, 1990’’ are omit-

ted as obsolete. Clause (B) is substituted for 49 

App.:1357(d)(3)(B)(ii) and (iii) for clarity and to elimi-

nate unnecessary words. 

In subsection (b)(1)(E), the word ‘‘mail’’ is omitted as 

being included in ‘‘cargo’’.

Editorial Notes 

AMENDMENTS 

2018—Pub. L. 115–254, § 1991(d)(10)(C), substituted ‘‘Ad-

ministrator’’ for ‘‘Under Secretary’’ wherever appear-

ing in subsecs. (a) to (c). 

Subsec. (a)(1). Pub. L. 115–254, § 1991(d)(10)(A)(i), sub-

stituted ‘‘Administrator’’ for ‘‘Under Secretary of 

Transportation for Security’’ and struck out ‘‘, not 

later than November 16, 1993,’’ after ‘‘in place’’. 
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Subsec. (a)(4)(C). Pub. L. 115–254, § 1991(d)(10)(A)(ii), 

substituted ‘‘Administrator’’ for ‘‘Research, Engineer-

ing and Development Advisory Committee’’ in intro-

ductory provisions. 
Subsec. (c)(1). Pub. L. 115–254, § 1991(d)(10)(B)(i), 

struck out ‘‘, as a subcommittee of the Research, Engi-

neering, and Development Advisory Committee,’’ after 

‘‘panel’’. 
Subsec. (c)(4). Pub. L. 115–254, § 1991(d)(10)(B)(ii), sub-

stituted ‘‘Biennially,’’ for ‘‘Not later than 90 days after 

the date of the enactment of the Aviation and Trans-

portation Security Act, and every two years there-

after,’’. 
Subsecs. (d), (e). Pub. L. 115–254, § 1991(d)(10)(D), added 

subsecs. (d) and (e). 
2001—Subsec. (a)(1). Pub. L. 107–71, § 101(f)(7), (9), sub-

stituted ‘‘Under Secretary of Transportation for Secu-

rity’’ for ‘‘Administrator of the Federal Aviation Ad-

ministration’’. 
Subsec. (a)(2), (3). Pub. L. 107–71, § 101(f)(7), sub-

stituted ‘‘Under Secretary’’ for ‘‘Administrator’’. 
Subsec. (a)(4). Pub. L. 107–71, § 112(b)(1)(B), added par. 

(4). Former par. (4) redesignated (5). 
Pub. L. 107–71, § 101(f)(7), substituted ‘‘Under Sec-

retary’’ for ‘‘Administrator’’ in two places. 
Subsec. (a)(5). Pub. L. 107–71, § 112(b)(1)(A), redesig-

nated par. (4) as (5). 
Subsec. (b)(1). Pub. L. 107–71, §§ 101(f)(7), 112(a)(1), in 

introductory provisions, substituted ‘‘Under Sec-

retary’’ for ‘‘Administrator’’ and ‘‘periodically review’’ 

for ‘‘complete an intensive review of’’. 
Subsec. (b)(1)(A). Pub. L. 107–71, § 112(b)(2)(B), added 

subpar. (A). Former subpar. (A) redesignated (B). 
Subsec. (b)(1)(B). Pub. L. 107–71, § 112(b)(2)(A), redesig-

nated subpar. (A) as (B). Former subpar. (B) redesig-

nated (C). 
Pub. L. 107–71, § 112(a)(2), substituted ‘‘aircraft in air 

transportation;’’ for ‘‘commercial aircraft in service 

and expected to be in service in the 10-year period be-

ginning on November 16, 1990;’’. 
Subsec. (b)(1)(C). Pub. L. 107–71, § 112(b)(2)(A), redesig-

nated subpar. (B) as (C). Former subpar. (C) redesig-

nated (D). 
Subsec. (b)(1)(D). Pub. L. 107–71, § 112(b)(2)(A), redesig-

nated subpar. (C) as (D). Former subpar. (D) redesig-

nated (E). 
Pub. L. 107–71, § 112(a)(3), added subpar. (D). Former 

subpar. (D) redesignated (E). 
Subsec. (b)(1)(E) to (G). Pub. L. 107–71, § 112(b)(2)(A), 

redesignated subpars. (D) to (F) as (E) to (G), respec-

tively. Former subpar. (G) redesignated (H). 
Pub. L. 107–71, § 112(a)(3), redesignated subpars. (D) to 

(F) as (E) to (G), respectively. 
Subsec. (b)(1)(H). Pub. L. 107–71, § 112(b)(2)(A), redesig-

nated subpar. (G) as (H). 
Subsec. (b)(2). Pub. L. 107–71, § 101(f)(7), substituted 

‘‘Under Secretary’’ for ‘‘Administrator’’. 
Subsec. (c). Pub. L. 107–71, § 112(b)(3), amended head-

ing and text of subsec. (c) generally. Prior to amend-

ment, text read as follows: ‘‘The Administrator shall 

establish a scientific advisory panel, as a subcommittee 

of the Research, Engineering and Development Advi-

sory Committee, to review, comment on, advise on the 

progress of, and recommend modifications in, the pro-

gram established under subsection (a) of this section, 

including the need for long-range research programs to 

detect and prevent catastrophic damage to commercial 

aircraft by the next generation of terrorist weapons. 

The panel shall consist of individuals with scientific 

and technical expertise in—
‘‘(1) the development and testing of effective explo-

sive detection systems; 
‘‘(2) aircraft structure and experimentation to de-

cide on the type and minimum weights of explosives 

that an effective technology must be capable of de-

tecting; 
‘‘(3) technologies involved in minimizing airframe 

damage to aircraft from explosives; and 
‘‘(4) other scientific and technical areas the Admin-

istrator considers appropriate.’’

Statutory Notes and Related Subsidiaries 

INNOVATION TASK FORCE 

Pub. L. 115–254, div. K, title I, § 1916, Oct. 5, 2018, 132 
Stat. 3556, provided that: 

‘‘(a) IN GENERAL.—The Administrator shall establish 
an innovation task force—

‘‘(1) to cultivate innovations in transportation se-
curity; 

‘‘(2) to develop and recommend how to prioritize 
and streamline requirements for new approaches to 
transportation security; 

‘‘(3) to accelerate the development and introduction 
of new innovative transportation security tech-
nologies and improvements to transportation secu-
rity operations; and 

‘‘(4) to provide industry with access to the airport 
environment during the technology development and 
assessment process to demonstrate the technology 
and to collect data to understand and refine technical 
operations and human factor issues. 
‘‘(b) ACTIVITIES.—The task force shall—

‘‘(1) conduct activities to identify and develop an 
innovative technology, emerging security capability, 
or process designed to enhance transportation secu-
rity, including—

‘‘(A) by conducting a field demonstration of such 
a technology, capability, or process in the airport 
environment; 

‘‘(B) by gathering performance data from such a 
demonstration to inform the acquisition process; 
and 

‘‘(C) by enabling a small business with an innova-
tive technology or emerging security capability, 
but less than adequate resources, to participate in 
such a demonstration; 
‘‘(2) conduct at least quarterly collaboration meet-

ings with industry, including air carriers, airport op-
erators, and other transportation security stake-
holders to highlight and discuss best practices on in-
novative security operations and technology evalua-
tion and deployment; and 

‘‘(3) submit to the appropriate committees of Con-
gress an annual report on the effectiveness of key 
performance data from task force-sponsored projects 
and checkpoint enhancements. 
‘‘(c) COMPOSITION.—

‘‘(1) APPOINTMENT.—The Administrator, in con-
sultation with the Chairperson of ASAC shall appoint 
the members of the task force. 

‘‘(2) CHAIRPERSON.—The task force shall be chaired 
by the Administrator’s designee. 

‘‘(3) REPRESENTATION.—The task force shall be com-
prised of representatives of—

‘‘(A) the relevant offices of the TSA; 
‘‘(B) if considered appropriate by the Adminis-

trator, the Science and Technology Directorate of 
the Department of Homeland Security; 

‘‘(C) any other component of the Department of 
Homeland Security that the Administrator con-
siders appropriate; and 

‘‘(D) such industry representatives as the Admin-
istrator considers appropriate. 

‘‘(d) RULE OF CONSTRUCTION.—Nothing in this section 
shall be construed to require the acquisition or deploy-
ment of an innovative technology, emerging security 
capability, or process identified, developed, or rec-
ommended under this section. 

‘‘(e) NONAPPLICABILITY OF FACA.—The Federal Advi-
sory Committee Act ([former] 5 U.S.C. App.) [see 5 
U.S.C. 1001 et seq.] shall not apply to the task force es-
tablished under this section.’’

[For definitions of terms used in section 1916 of Pub. 

L. 115–254, set out above, see section 1902 of Pub. L. 

115–254, set out as a Definitions of Terms in Title I of 

Div. K of Pub. L. 115–254 note under section 101 of this 

title.] 

RESEARCH AND DEVELOPMENT OF AVIATION SECURITY 

TECHNOLOGY 

Pub. L. 107–71, title I, § 137, Nov. 19, 2001, 115 Stat. 637, 

as amended by Pub. L. 110–53, title XVI, § 1608, Aug. 3, 

2007, 121 Stat. 484, provided that: 



Page 1386TITLE 49—TRANSPORTATION§ 44913

‘‘(a) FUNDING.—To augment the programs authorized 

in section 44912(a)(1) of title 49, United States Code, 

there is authorized to be appropriated an additional 

$50,000,000 for each of fiscal years 2006 through 2011 and 

such sums as are necessary for each fiscal year there-

after to the Transportation Security Administration, 

for research, development, testing, and evaluation of 

the following technologies which may enhance trans-

portation security in the future. Grants to industry, 

academia, and Government entities to carry out the 

provisions of this section shall be available for fiscal 

years 2006 through 2011 for—
‘‘(1) the acceleration of research, development, test-

ing, and evaluation of explosives detection tech-

nology for checked baggage, specifically, technology 

that is—
‘‘(A) more cost-effective for deployment for explo-

sives detection in checked baggage at small- to me-

dium-sized airports, and is currently under develop-

ment as part of the Argus research program at the 

Transportation Security Administration; 
‘‘(B) faster, to facilitate screening of all checked 

baggage at larger airports; or 
‘‘(C) more accurate, to reduce the number of false 

positives requiring additional security measures; 
‘‘(2) acceleration of research, development, testing, 

and evaluation of new screening technology for carry-

on items to provide more effective means of detecting 

and identifying weapons, explosives, and components 

of weapons of mass destruction, including advanced 

x-ray technology; 
‘‘(3) acceleration of research, development, testing, 

and evaluation of threat screening technology for 

other categories of items being loaded onto aircraft, 

including cargo, catering, and duty-free items; 
‘‘(4) acceleration of research, development, testing, 

and evaluation of threats carried on persons boarding 

aircraft or entering secure areas, including detection 

of weapons, explosives, and components of weapons of 

mass destruction; 
‘‘(5) acceleration of research, development, testing 

and evaluation of integrated systems of airport secu-

rity enhancement, including quantitative methods of 

assessing security factors at airports selected for 

testing such systems; 
‘‘(6) expansion of the existing program of research, 

development, testing, and evaluation of improved 

methods of education, training, and testing of key 

airport security personnel; and 
‘‘(7) acceleration of research, development, testing, 

and evaluation of aircraft hardening materials, and 

techniques to reduce the vulnerability of aircraft to 

terrorist attack. 
‘‘(b) GRANTS.—Grants awarded under this subtitle 

[probably should be ‘‘this section’’] shall identify po-

tential outcomes of the research, and propose a method 

for quantitatively assessing effective increases in secu-

rity upon completion of the research program. At the 

conclusion of each grant, the grant recipient shall sub-

mit a final report to the Transportation Security Ad-

ministration that shall include sufficient information 

to permit the Under Secretary of Transportation for 

Security [now Administrator of the Transportation Se-

curity Administration] to prepare a cost-benefit anal-

ysis of potential improvements to airport security 

based upon deployment of the proposed technology. The 

Under Secretary shall begin awarding grants under this 

subtitle within 90 days of the date of enactment of this 

Act [Nov. 19, 2001]. 
‘‘(c) BUDGET SUBMISSION.—A budget submission and 

detailed strategy for deploying the identified security 

upgrades recommended upon completion of the grants 

awarded under subsection (b), shall be submitted to 

Congress as part of the Department of Transportation’s 

annual budget submission. 
‘‘(d) DEFENSE RESEARCH.—There is authorized to be 

appropriated $20,000,000 to the Transportation Security 

Administration to issue research grants in conjunction 

with the Defense Advanced Research Projects Agency. 

Grants may be awarded under this section for—

‘‘(1) research and development of longer-term im-

provements to airport security, including advanced 

weapons detection; 
‘‘(2) secure networking and sharing of threat infor-

mation between Federal agencies, law enforcement 

entities, and other appropriate parties; 
‘‘(3) advances in biometrics for identification and 

threat assessment; or 
‘‘(4) other technologies for preventing acts of ter-

rorism in aviation.’’
[For definitions of terms used in section 137 of Pub. 

L. 107–71, set out above, see section 133 of Pub. L. 107–71, 

set out as a note under section 40102 of this title.] 

TERMINATION OF ADVISORY PANELS 

Advisory panels established after Jan. 5, 1973, to ter-

minate not later than expiration of 2-year period begin-

ning on the date of their establishment, unless, in the 

case of a panel established by the President or an offi-

cer of the Federal Government, such panel is renewed 

by appropriate action prior to expiration of such 2-year 

period, or in the case of a panel established by Con-

gress, its duration is otherwise provided for by law. See 

sections 1001(2) and 1013 of Title 5, Government Organi-

zation and Employees. 

§ 44913. Explosive detection 

(a) DEPLOYMENT AND PURCHASE OF EQUIP-
MENT.—(1) A deployment or purchase of explo-
sive detection equipment under section 
108.7(b)(8) or 108.20 of title 14, Code of Federal 
Regulations, or similar regulation is required 
only if the Administrator of the Transportation 
Security Administration (referred to in this sec-
tion as ‘‘the Administrator’’) certifies that the 
equipment alone, or as part of an integrated sys-
tem, can detect under realistic air carrier oper-
ating conditions the amounts, configurations, 
and types of explosive material that would like-
ly be used to cause catastrophic damage to com-
mercial aircraft. The Administrator shall base 
the certification on the results of tests con-
ducted under protocols developed in consulta-
tion with expert scientists outside of the Trans-
portation Security Administration. Those tests 
shall be completed not later than April 16, 1992. 

(2) Until such time as the Administrator de-
termines that equipment certified under para-
graph (1) is commercially available and has suc-
cessfully completed operational testing as pro-
vided in paragraph (1), the Administrator shall 
facilitate the deployment of such approved com-
mercially available explosive detection devices 
as the Administrator determines will enhance 
aviation security significantly. The Adminis-
trator shall require that equipment deployed 
under this paragraph be replaced by equipment 
certified under paragraph (1) when equipment 
certified under paragraph (1) becomes commer-
cially available. The Administrator is author-
ized, based on operational considerations at in-
dividual airports, to waive the required installa-
tion of commercially available equipment under 
paragraph (1) in the interests of aviation secu-
rity. The Administrator may permit the require-
ments of this paragraph to be met at airports by 
the deployment of dogs or other appropriate ani-
mals to supplement equipment for screening 
passengers, baggage, mail, or cargo for explo-
sives or weapons. 

(3) This subsection does not prohibit the Ad-
ministrator from purchasing or deploying explo-
sive detection equipment described in paragraph 
(1) of this subsection. 
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